
Warner Cable as director of Enter-Warner Cable as director of Enter-Warner Cable as director of Enter
prise Business Continuity. She is 
also an active ASIS member who 
serves as the program manager for 
the ASIS Enterprise Security Risk 

Management (ESRM) 
program. 

SSN: Looking at the state 
of security convergence 
today, where do you see the 
industry when it comes to 
this cyber-physical conver-this cyber-physical conver-this cyber-physical conver
gence?

LOYEAR: Cyber- and 
physical security are converged at 
this point, including access con-
trol, video management, visitor 
management — all of these things management — all of these things management —
that we have in security today — 
they are converged; you cannot 
get away from cybersecurity. But, 

volume 23, number 6
june 2020 n $7.00

CommerCial 
& SyStemS
integratorS
n Kastle Systems provides COVID-19 

safety program page 12

n G4S offers Return to Work 
Assurance program page 13

monitoring
n COPS Monitoring promotes Juergen 

Henry page 14

n NAD reviews ADT’s challenge of 
SimpliSafe claims page 14

reSidential
SyStemS
n  SecurityTrax redesigns, upgrades 

CRM platform page 16

n  ADT, CellBounce unveil solution to 
3G sunset page 16

SupplierS
n Eagle Eye Systems completes 

Mexico City project page 18

n VIVOTECH USA withdraws from ISC 
West 2020 page 18

pivot see page 6g4s see page 13

central see page 15

Security Partners closes 
central after positive test

The rise of Security 4.0 

By Paul Ragusa
YARMOUTH, Maine—The state 
of cyber- and physical security 
convergence has been one of the 
hottest topics in security for good 
reason, as it is chang-
ing the way security 
integrators provide 
and manage programs, 
technology and servic-
es. The rise of Security 
4.0, driven by the digi-
tal transformation, is 
creating opportunities 
as well as challenges, 
particularly with the 
vulnerabilities emerging technolo-
gies and IoT devices are creating 
on the network.

G4S VP of Integrated Security 
Solutions, Rachelle Loyear, has a 
unique perspective on the topic, 
having been at G4S for five years, 
and prior to that, 13 years at Time 

By Paul Ragusa
LANCASTER, Pa.—Based here in one LANCASTER, Pa.—Based here in one LANCASTER, Pa.—
of the hardest hit counties being in 
such close proximity to New York, 
Security Partners LLC had what 
any company would consider its 
worst fear come true: An employee 
working at one of its three central 
stations had tested positive for coro-
navirus.

“We were hit hard and we feel it’s 
important to share and talk about it, 
rather than hide behind this virus,” 
Security Partners Owner and CEO 
Patrick Egan told Security Systems 
News. “We also wanted to talk 
about having the right plans and 
policies in place for your employ-
ees, including getting people to 
think about the importance of hav-

By Ginger Hill 

COLUMBIA, Tenn.—Being in 
the security industry for over 20 
years on the integrator’s side has 
afforded Brian Carpenter, presi-
dent, Pivot, Inc., the ability to 
continue to evolve and move with 
the industry into today’s new tech-
nology landscape. After starting a 
one-stop-shop offering everything 
from data to security, successfully 
operating it for about nine years 
and selling 
to a local 
technology 
c o m p a n y, 
Carpenter 
took a little 
break and 
ended up in 
the Country 
Music Capi-
tal of the World — Nashville.

“It was funny,” Carpenter 
chuckled, “Amy [his wife] and 
I came out here [to Nashville] 
once a year for business for one 
of our manufacturer partners and 
we always said if we ever had the 
opportunity, Nashville would be 
one of the places we’d move to.”

Lucky for them and quite out of 
the blue, an industry veteran and 
friend called Carpenter, letting 
him know that an Indianapolis-
based company was looking for 
a senior manager to help get their 
Nashville branch going. Needless 
to say, the Carpenters could check 
one thing off their bucket list.

“Some of my responsibili-
ties were finding new part-
ners and revenue streams, and 
figuring out how to diversify 
and bring more revenue to the 
table,” Carpenter said. “That’s 
all I’d ever really done with

ing redundancy during 
this unprecedented 
time.”

Egan explained that a 
central station operator 
at its San Antonio facil-
ity had tested positive 
on April 1 after symp-
toms arose following 
self-quarantining for a 
week starting the day 
the operator found out 
their daughter had been 
in the dorm with some-
one who had tested 
positive.

That day, March 
23 (10 days prior 
to April 1), Security 
Partners’ San Antonio facility was 
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LAKE FOREST, Calif.—National 
Monitoring Center, a Netwatch 
Group Company, announced 
that it has been issued the cer-that it has been issued the cer-that it has been issued the cer
tificate of compliance from UL 
that certifies NMC and Net-
watch Group as a UL-approved 
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convergence and digital transformation
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One of Security Partners three central 
stations based in Lancaster, Pa.
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Warner Cable as director of Enter-
prise Business Continuity. She is 
also an active ASIS member who 
serves as the program manager for 
the ASIS Enterprise Security Risk 

Management (ESRM) 
program. 

SSN: Looking at the state 
of security convergence 
today, where do you see the 
industry when it comes to 
this cyber-physical conver-
gence?

LOYEAR: Cyber- and 
physical security are converged at 
this point, including access con-
trol, video management, visitor 
management — all of these things 
that we have in security today — 
they are converged; you cannot 
get away from cybersecurity. But, 
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The rise of Security 4.0 

By Paul Ragusa
YARMOUTH, Maine—The state 
of cyber- and physical security 
convergence has been one of the 
hottest topics in security for good 
reason, as it is chang-
ing the way security 
integrators provide 
and manage programs, 
technology and servic-
es. The rise of Security 
4.0, driven by the digi-
tal transformation, is 
creating opportunities 
as well as challenges, 
particularly with the 
vulnerabilities emerging technolo-
gies and IoT devices are creating 
on the network.

G4S VP of Integrated Security 
Solutions, Rachelle Loyear, has a 
unique perspective on the topic, 
having been at G4S for five years, 
and prior to that, 13 years at Time 

By Paul Ragusa
LANCASTER, Pa.—Based here in one 
of the hardest hit counties being in 
such close proximity to New York, 
Security Partners LLC had what 
any company would consider its 
worst fear come true: An employee 
working at one of its three central 
stations had tested positive for coro-
navirus.

“We were hit hard and we feel it’s 
important to share and talk about it, 
rather than hide behind this virus,” 
Security Partners Owner and CEO 
Patrick Egan told Security Systems 
News. “We also wanted to talk 
about having the right plans and 
policies in place for your employ-
ees, including getting people to 
think about the importance of hav-

By Ginger Hill 

COLUMBIA, Tenn.—Being in 
the security industry for over 20 
years on the integrator’s side has 
afforded Brian Carpenter, presi-
dent, Pivot, Inc., the ability to 
continue to evolve and move with 
the industry into today’s new tech-
nology landscape. After starting a 
one-stop-shop offering everything 
from data to security, successfully 
operating it for about nine years 
and selling 
to a local 
technology 
c o m p a n y, 
Carpenter 
took a little 
break and 
ended up in 
the Country 
Music Capi-
tal of the World — Nashville.

“It was funny,” Carpenter 
chuckled, “Amy [his wife] and 
I came out here [to Nashville] 
once a year for business for one 
of our manufacturer partners and 
we always said if we ever had the 
opportunity, Nashville would be 
one of the places we’d move to.”

Lucky for them and quite out of 
the blue, an industry veteran and 
friend called Carpenter, letting 
him know that an Indianapolis-
based company was looking for 
a senior manager to help get their 
Nashville branch going. Needless 
to say, the Carpenters could check 
one thing off their bucket list.

“Some of my responsibili-
ties were finding new part-
ners and revenue streams, and 
figuring out how to diversify 
and bring more revenue to the 
table,” Carpenter said. “That’s 
all I’d ever really done with

ing redundancy during 
this unprecedented 
time.”

Egan explained that a 
central station operator 
at its San Antonio facil-
ity had tested positive 
on April 1 after symp-
toms arose following 
self-quarantining for a 
week starting the day 
the operator found out 
their daughter had been 
in the dorm with some-
one who had tested 
positive.

That day, March 
23 (10 days prior 
to April 1), Security 
Partners’ San Antonio facility was 
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LAKE FOREST, Calif.—National 
Monitoring Center, a Netwatch 
Group Company, announced 
that it has been issued the cer-
tificate of compliance from UL 
that certifies NMC and Net-
watch Group as a UL-approved 
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By SSN Staff
DALLAS—Research firm Parks 
Associates forecasts professional 
monitoring revenue for the U.S. 
residential security sector will 
total $15.74 billion in 2020, with 
smart home services accounting 
for $1.2 billion. Interestingly, 33 
percent of consumers who can-
celed their professional monitor-
ing service did so because the 
monthly fee was too expensive.

“The number of connected 
devices continues to expand 
year-over-year, and 2019 con-
cluded on a particularly strong 
note for the security industry,” 
Brad Russell, research director, 
Connected Home, Parks Asso-
ciates, said in the announce-
ment. “Security system adop-
tion reached one-third of all 
U.S. broadband households at 
the end of the year. Consumers 
now have an average of 11.4 con-
nected devices in their homes, 
which opens multiple opportu-
nities to extend monitoring ser-
vices as well as different varieties 
of both professional monitoring 
and MIY (monitor-it-yourself).”

GSX 2020 considering 
hosting a virtual event
ALEXANDRIA, Va.—ASIS International 
President Godfried Hendriks and CEO 
Peter J. O’Neil sent a joint letter to mem-
bers in May, saying the association is cur-
rently “tirelessly exploring options” for GSX 
2020. “At this stage, we are evaluating our 
means of safely accommodating attendees 
at the Georgia World Congress Center in 
accordance with health and safety recom-
mendations — and our means of potentially 
moving the event, in part or in full, to a vir-
tual environment that offers the same high 
quality content, instructors, and dynamic 
interaction that you have come to expect 
from our in-person GSX gatherings.”

ASIS said it will confirm whether GSX 
2020 will take place live on or before 
June 22. “We believe this will provide our 
attendees and exhibitors with the notice 
they need to make arrangements for their 
participation,” they said. “We, the ASIS 
International Global Board of Directors and 
HQ Team, appreciate your understanding 
as we make the decision that is right for our 
attendees, speakers, staff, exhibitors, and 
other stakeholders.”

SIA Women in Security 
Forum Scholorship 
program available
SILVER SPRING, Md.—The Security 
Industry Association (SIA) is now accepting 
applications for the SIA Women in Security 
Forum Scholarship program.

The initiative, developed by the SIA 
Women in Security Forum (WISF), will offer 
multiple scholarships worth at least $3,000 
each to further educational opportunities 
for awardees and help them thrive in the 
industry. The WISF offers programs, pro-
fessional development opportunities and 
networking events to support the involve-
ment of women in the security industry.

SIA created the Women in Security 
Forum Scholarship program to support 
SIA members’ professional development 
and educational goals. Funds may be used 
toward: Registration for SIA education or 
certification programs and/or conferences; 
Registration for other industry education 
and certification programs or webinars; 
Tuition for accredited trade, vocational or 
academic degree programs related to the 
security industry; and Repayment of stu-
dent loan debt.

“The SIA Women in Security Forum 
works to grow and retain leaders in the 
security industry,” said Gloria Salmeron, 
director of human resources at Brivo and 
co-chair of the scholarship committee. 
“With the addition of this new scholarship, 
we look forward to helping bring opportuni-
ties for further education and advancement 
to as wide a spectrum of people as pos-
sible and inviting individuals to participate 
in the Women in Security Forum.”

SIA is accepting donations from SIA 
member companies and individual mem-
bers to help support the SIA Women in 
Security Forum Scholarship. Please visit 
www.sia.gov for more information.

What is your role at ADRM? 
What verticals and what types 
of projects does the company 
specialize in?

I have a strong background in 
network-based access control, 
intrusion detection and digital 
video management systems. 
Our goal at ADRM is to provide 
a secure and robust solution 
that is specific to the customers’ 
needs, and we are experienced 
beyond technical specification 
production in also providing 
Risk assessment, development 
of policy and procedures as 
well as contract management 
throughout a project.

Some of the vertical areas that 

Consultants partner to create COVID guidelines
By SSN Staff
YARMOUTH, Maine—ESI Con-
vergent, LLC and Butchko Inc., 
two security consulting firms, 
have partnered to develop the 
STEPS partnership program to 
Bring America Back to Work, a 
guide to provide a safe path for-
ward as the American workforce 
gradually gets back to business 
as usual. The group presented 
their comprehensively detailed 
and clear and concise resource 
guide to government, state and 
local agencies earlier this week.

“We brought together lead-
ers in the safety, security and 
entry business to help define 
our detailed plan,” Butchko Inc. 
President & CEO Benjamin M. 
Butchko told Security Systems 
News. “It will take determina-
tion and effort, but with prag-
matic steps, we can overcome 
the economic turmoil resulting 
from Covid-19.”

Some of the industry leaders 
assembled to help with this guide 
include industry consultant and 
SSN Security Legend Award win-
ner Jim Henry, Sage Integration’s 
Rick Leighton and Building Intel-
ligence Inc. CEO Jeff Friedman, 
to name just a few.

ESI Convergent, LLC CEO 
Mark R. Perkins said that the 
goal of bringing this group of 
“renowned security and safety 
professionals” together was to 
create a process that the group 
hopes “will enable our great 
nation to get back to work again,” 
he said. “The process of reunit-
ing us with our normal process 
will be a daunting task but we 
believe with practical and safe 
adherence to processes that not 
only have been part of our daily 
work lives but are adjusted to 
the new norm we can make this 
a smooth transition. This process 
was created as a way to partner 
with our government and local 
agencies to become part of what 
we call the STEPS Partnership 
with America.”

Using the STEPS acronym, 
the Partnering with Americans 
to get America Back to Work 
in the COVID-19 era program 
focuses on:
Social Distancing Policy

• CDC defined and imple-
mented

• Federal and State Guidelines
Testing Guidelines for employees 
and visitors

• Gov’t Medical Alliances

• Drug Testing Guidelines
Entry Assessment Program 
(EAP)

• bSMART Guidelines
• Security Consultants

Privacy Policy (PP)
• Properly managing high risk 

individuals
• Existing Legal Precedent

Stay Home / Work-From-Home 
• Incentive Program
• Gov’t/Private Partnership
As the group points out in the 

guide, “the greatest challenge is 
doing the right things now, and 
not allowing missteps and future 
mistakes to erode momentum in 
getting Americans back to work. 
With all the misinformation, 
negative perspectives, and social 
media influences, it is necessary 
to put forth a plan that substan-
tially alleviates or eliminates any 
reasons not to go back to work. 
In this way, people who are skep-
tical and fearful of returning to 
work can be reassured that the 
right STEPS are being taken to 
assure their health, privacy and 
wellbeing.”

The guide also includes some 
great resources, such as the Test-
ing Bill of Rights, as well as The 
Coronavirus Measurement and 

Positive Alert System (COMPAS), 
a COTS-based system designed 
to safely provide rapid field 
results and a common operating 
picture during both natural and 
manmade emergencies, includ-
ing disease pandemics.

The COMPAS field sensor 
system provides immediate 
analysis and results indication 
to operators and consists of a 
thermal imager, calibration ref-
erence, field test controller, and 
an optional auxiliary data work-
station. The touch-free operation 
and remote set-back deployment 
flexibility simultaneously main-
tains safety for test subjects while 
reducing operator exposure and 
personal protective equipment 
(PPE) demands. The field test 
controller operates from both 
Android and iOS operating sys-
tems for immediate local analysis, 
results reporting, and automated 
analysis algorithm enhancements 
developed through system-wide 
data analysis.

“The STEPS program is all 
about creating confidence and 
trust between business owners 
and employees, and between 
small businesses and customers,” 
said Perkins SSN

we specialize in include: Finan-
cial institutions, biosafety labs, 
biotech, financial, aviation and 
transportation, higher educa-
tion, corporate, energy, gov-
ernment, and municipalities, 
for example.

ADRM is currently engaged 
in numerous projects to 
include: One Post Office Square 
in Boston, a Biosafety Lab with 
Georgia State University, as well 
as projects with the Harvard 
Business School and the Mas-
sachusetts Institute of Technol-
ogy.

How did you get started in 
security and specifying?

Monitoring revenue at $15B 
The firm noted the COVID-

19 pandemic and resulting eco-
nomic fallout create a more chal-
lenging landscape in 2020, spe-
cifically as consumers will look 
to reduce household spending. 
Parks Associates’ surveys show 
consumers recognize and value 
the safety, security and economic 
benefits of monitoring services, 
so companies can build off of this 
recognized value, with the right 
marketing and pricing strategies.

“Central monitoring is a high-
margin business, and many sta-
tions have excess monitoring 
capacity, driving the industry 
to expand its value proposition 
beyond the standard security 
offering,” Russell said. “As more 
aspects of daily life get connect-
ed, and as people spend more 
time in the home, new oppor-
tunities emerge that cross mul-
tiple industries, including energy 
usage monitoring; risk mitiga-
tion from flood and fire; monitor-
ing the health and safety of aging 
relatives; tracking of valuables; 
and appliance maintenance 
monitoring.” SSN

SPECIFICALLY SPEAKING

William J. 
Hall 
Security Consultant
ADRM
Woburn, Mass.

SpeAkING see page 6
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Has your company 
applied for assistance? 

Did you have any trouble 
applying?

Have you received any 
funding or assistance?

By Paul Ragusa
YARMOUTH, Maine—While the recent 
announcement of a second round of 
funding for small businesses through the 
CARES Act is good news, many are won-
dering if it will make it into the hands of 
the companies that need it most, as the 
first round of funding ran out quickly, with 
several problems reported.

Security companies in particular have 
been struggling to get 
approved to receive 
financial relief, evi-
denced by results 
from Security Systems 
News latest News Poll 
looking at the how the 
industry is making out 
when applying for 
assistance through the 
CARES Act.

One respondent 
summed up the first 
round of funding 
debacle, saying, “No 
stimulus check, no PPP funding. Bank says 
the SBA ran out of money before they got 
to me. Maybe wait for the next rollout of 
money? Ruth’s Chris Steak House gets $20 
million immediately!”

Looking big picture, an overwhelm-
ing 84 percent of respondents said that 

Companies struggle to get funding through CARES Act
they have applied for relief or assistance 
through the CARES Act programs. Only 9 
percent said they would not be applying, 
while 6 percent said they were thinking 
about it.

Of those that have applied, a whopping 
77 percent had some trouble applying, 
with only 23 percent saying they had no 
trouble.

When it comes to actually getting an 
approval and funding, 
50 percent said they 
had received funding, 
with 47 percent saying 
they were still waiting 
for an answer on their 
application. Only 3 
percent said they were 
denied.

“The banks are con-
fused about the rules 
and requirements,” 
said one respondent. 
“They are also biased 
against small debt-free 

companies and favor their larger custom-
ers with larger loans. This is because they 
are paid a percentage of the amount of the 
loan.”

Another respondent added, “First we 
were told to wait. We are having problems 
applying. Now we are being told money 

is running out. Should’ve been a blanket 
funding amount for each qualifying busi-
ness, with checks sent automatically.”

While some respondents struggled, oth-
ers had better luck, with one respondent 
noting that a good relationship with their 
bank helped to get them through a few 
initial issues in the beginning.

“I developed a case of ‘application deficit 

disorder,’ which sent me to special han-
dling,” said one respondent. “It was my 
long-time relationship with my bank that 
got me through this. I’m not saying I got 
special treatment, but they never tossed 
me to the side. This underscores the 
importance of keeping that relationship 
whole and two-sided. My company and I 
were not a faceless entity to my bank.” SSN
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my [previously-owned] company; I was con-
stantly evaluating the market, always trying to 
be ahead of the curve and see what’s coming 
instead of waiting until it’s here.”

From that company, he went to another 
well-known security company as VP of sales, 
where he continued to evaluate by speaking 
with peers and customers about their busi-
ness, their day-to-day, what they’re currently 
doing and looking to do, and reading … a lot.

“It’s a lot of time, research and due dili-
gence, but I had my thumb on the pulse of the 
market and saw where things were going and 
found new revenue streams,” he explained, 

Pivot, Inc. Founded
Carpenter refers to his previous two jobs as 

“stops” … pauses along the way that afforded 
him time and opportunity to research and 
evaluate the market.

“What I kept coming back to was machine 
learning, cloud-based solutions, and VSaaS 
and SaaS,” he said. “I took that to both com-
pany’s ownership and senior executives and 
I’m not kidding you; both companies had the 
exact same answer: ‘We’ve been successful 
for the last 20, 30, 40 years doing what we’re 
doing; we’re a premise-based company doing 
what we’re doing.”

It was then that Carpenter realized it was 
up to him to go out and really prove what 
he’d been saying.

“So, I started Pivot, Inc. on the premise 
that I’m going to focus on SaaS, VSaaS and 
cloud-based solutions to ‘pivot’ companies 
away from the premise-based solutions to 
cloud-based solutions because the technol-
ogy’s smart, adaptable, flexible and cost effec-
tive, and can quickly fix problems that arise 
because of artificial intelligence and machine 
learning. This is why I think of Pivot as the 
‘new-age integrator solutions provider.’”

Pivot is a single-man company doing 
business with international companies at 
the enterprise level and this is all because of 
the power of partnerships. And not just any 
partner will do; being selective is key.

“I vet them [potential partners] more than 
they vet me because I want to have the exact 
same type of partner across my portfolio,” 
explained Carpenter. “If you look at my 
website, I only have five partners … that’s on 
purpose; I would rather be an inch wide and 
a mile deep versus the opposite.”

Carpenter wants to focus on what’s rele-
vant today and according to him, that’s SaaS, 

VSaaS, cloud, video analytics, PSIM, AI and 
machine learning.

“I go out and find people who are relevant 
in that space,” he explained. “I communicate, 
build relationships, and become partners and 
friends. They rely on me as much as I rely on 
them, and that creates an incredible opportu-
nity and partnership. I’m running a successful 
business with global reach now with me, just 
myself, nobody else, with the help of partners 
that are trying to accomplish the same things 
that I am.”

In fact, it was through a simple google 
search that Carpenter found the partner that 
would work with him to help get America 
back to work, offering a tool to help manage 
social distancing during COVID-19.

“I was googling AI and machine learning, 
SaaS and VSaaS, and cloud and Camio kept 
popping up,” reminisced Carpenter, “so I 
reached out and got a hold of Carter Maslan. 
At that time, I didn’t know who Carter Maslan 
was; I didn’t know he was the president and 
co-founder, but he answered the phone, we 
started a conversation and one thing led to 
another … he’s a partner and more of a friend 
than anything.”

Social Distancing Tool Created
Maslan, previous director of product 

management at Google who brought Local 
Search in Google Maps, Google Earth, Google 
Mobile and Web Search, kept asking his now 
business partner why they can sit down, enter 
a subject into Google search and find it in 
50 milliseconds, but it takes a ton of hunt-
ing and pecking to find anything relevant 
within video. It was from this conversation 
that Camio, the AI-powered search engine 
behind cost-effective remote video monitor-
ing, was created.

“Camio has really created a new para-
digm in the security industry especially in 
the GSOC space where Pivot focuses its aim 
because a company can now find what they’re 
searching for [on video] within seconds ver-
sus minutes, hours or sometimes days,” Car-
penter said.

As Camio evolved, they sought out to tack-
le the issue of tailgating within access control 
situations. Based on what Carter called the 
Einstein Project, regular 2D traditional cam-
eras could be turned into 3D sensors.

“We [When Carpenter speaks of his part-
ners, he refers to them as “we,” no longer 
a single entity, but together, a team of like-
minded individuals as one.] took that and 

said, ‘hey, if we can do this with anti-tailgating, 
then why can’t we do the same thing for social 
distancing?’ In less than a week, Carter was 
able to take the anti-tailgating 3D technology, 
turn it and we had an actionable solution to 
go out and introduce to the market for social 
distancing.”

The social distancing monitoring applica-
tion offers a three-pronged approach — detec-
tion, alerting and reporting. It does not collect 
any personal identifying information; it’s just 
numbers in a string. It works with any camera 
that can produce an H264 or RTSP steam as 
Camio gives existing cameras a new sense of 
depth and understanding by segmenting and 
tracking people as they move on a 3D floor 
plane grid.

A full dashboard is provided and reports 
can be generated and sent to key personnel as 
many times per day as needed.   These reports 
offer a way to help businesses keep employees 
safe, demonstrating measures put into place 
for social distancing.

In addition, video can be tied into a VMS or 
SOC so it can go back to a centralized security 
command center and it can be sent via email 
or text message to a manager, for example. 
The solution comes with a pre-recorded audi-
ble, but the end user has the ability to create 
whatever message is needed.

“We’ve got it [social distancing monitor-
ing] currently deployed in manufacturing, 
fulfillment and distribution centers and 
we’re seeing a lot of traction,” Carpenter said. 
“There’s so many ways we can use this to help 
get America back to work by mitigating the 
risk of exposure by tracking and providing 
alerts for social distancing.”

Carpenter and Maslan realize that the coro-
navirus is probably going to be around for a 
while, so flexibility from a cost perspective 
was important.

“There’s probably going to be periods 
where lockdowns and restrictions and loos-
ened,” Carpenter said, “if the virus starts to 
peak, they’ll tighten it back up and lock down 
again. So, with Camio, it’s a subscription-
based solution; it can be day-to-day, week-
to-week, month-to-month.”

This enables businesses to deploy the social 
distancing solution and when they don’t need 
to continue monitoring, they simply suspend 
the service.

In addition to using the Camio technology 
for social distancing, there are other applica-
tions as well. Take retail environments, for 
example. Flow through aisles; total number of 
people in the store at any given time; people 
gathered in certain areas showing highest 
activity level to determine where and how to 

stage products and number of people waiting 
at the register to check out are just a few other 
ways this technology can assist end users.

“You can think outside of the box on 
numerous applications,” Carpenter said. 
“That’s the great thing about AI and machine 
learning, if you don’t have a solution for today, 
or we’ve not thought of it, tell us. We tell this 
to our customers all the time. For example, 
I’ve got a customer in Nashville that we’re 
rolling this [social distancing solution] out 
internationally for and they asked for ‘xyz.’ I 
told them, “give us a week.’”

To All Integrators   
Carpenter believes that AI and ML are 

becoming more common in the security 
industry because of the productivity and cost 
savings, which can be achieved without the 
privacy concerns surrounding face recogni-
tion.

“I’ve heard CIOs, and IT and Dev Ops 
teams verbalize that they know this [AI and 
machine learning] is coming and they’ve got 
to align,” Carpenter explained. “So, they are 
taking the steps internally to start preparing 
themselves to roll it out.

These companies are also starting to realize 
the cost savings, efficiencies and things they 
can do with it and stay more security at a 
lower price point with fewer people and less 
overhead, all the things that solution provid-
ers have been saying for years.”

For the security industry, Pivot represents 
a new way of doing business. With Pivot and 
Camio partnered, Carpenter will go out and 
identify target customers, then Carter will 
come in and they will work together through-
out the entire sales cycle. Camio does the 
entire implementation and post-sales support 
because it’s their product. There’s no need to 
go out and hang cameras, haul ladders, roll 
trucks, manage technicians, etc. because all 
they’re doing is pushing out software remote-
ly. Carpenter said that he’s basically handing 
over a project to a trusted partner, project 
managing it, but the manufacturer is doing 
the implementation and he’s collecting money 
at the conclusion of the project.

“I think Pivot is a great story and Camio 
is a great story,” said Carpenter. “We have 
solutions that solve today’s problems. We’re 
changing the way we do business; we’re doing 
it smarter and more cost-effectively by provid-
ing smarter, more intelligent tools. And, we’re 
trying to get America back to work safely and 
quickly. This [global pandemic due to corona-
virus] has been a sledgehammer to our econ-
omy, and we, Pivot and Camio, are providing 
tools and solutions for our end users to inte-
grate into their operating procedures.” SSN

Pivot, Camio partnering

My personal background began as a field 
technician for a local security integrator 
in suburban Maryland in the late 1980s. 
After working in the field for some time 
I gained experience with AutoCAD and 
was able to secure a position within the 
company’s Engineering department. That 
move created opportunities to expand my 
knowledge of products technologies and 
practices as security technologies began to 
change with the advancement of IP based 
products and network integration.  

Following a relocation to Massachusetts, 
I was able to continue to grow with another 
local Security Integrator. Ultimately, I worked 
as an Integrator, a Manufacturers Represen-

tative and then as a security consultant on a 
large security project for the Massachusetts 
Port Authority. That project created an oppor-
tunity as well. I became the first manager of 
access control systems for Massport where I 
worked for more than 16 years before retiring. 
With time on my side and maintaining my 
connections with Dan O’Neill who is the Pres-
ident of Advanced Data Risk Management, I 
was able to re-emerge back into the public 
sector to continue as a security consultant.

Can you talk about what new or emerg-
ing technologies you are seeing or specifying 
today?

The pace of change has never slowed. 
Between the challenges that the post 9/11 
world brought to today’s issues related to 

specifically speaking the COVID-19 virus, clients are constantly 
searching for the best in class product and 
applications. ADRM works to stay updated 
with the latest applications of quality products 
and services for our clients. 

Emerging technologies in access control, 
digital video management as well as biometric 
based tools are constantly changing. Sensors 
and servers integrate in complex systems 
that rely on the strength and security of the 
network that host them to ensure a secure 
operation. 

What is your view on the industry moving 
forward?

A useful working knowledge design, instal-
lation and programming is needed, but to 
sustain an application, security practitioners 
have to embed their products into complex 
network infrastructure which may compete 
for resources. Successful projects will require 

a close association with the security practices 
of information technology as well as tradi-
tional security technologies. 

True integration through care-
ful application will be the success sto-
ries looking ahead. Manufacturers, as 
well as specifiers and integrators, have 
a role to play and responsibilities to our 
clients. SSN  

—Paul Ragusa
Specifically Speaking, a Security Systems 

News monthly column, features Q-and-A 
with a security consultant provided to SSN by 
SecuritySpecifiers.

Continued from page 3

Continued from page 1
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By Ginger Hill
TRUSSVILLE, Ala.—For approxi-
mately 24 years, Randy Guarneri, 
CFE, CFI and Security Systems 
News“ 40 under 40” Class of 2019 
winner has dedicated his profes-
sional security career to the loss 
prevention industry, serving in 
many roles including director, 

Fresh Value Supermarkets invest in team member wellness
regional loss prevention manager, 
district asset protection manager, 
market investigator, district audi-
tor and loss prevention manager for 
brands such as Winn-Dixie, Harris 
Teeter, Saks Fifth Avenue, Family 
Dollar and EZPawn. 

In March 2019, Fresh Value 
Supermarkets, an Ala.-based, fam-

ily owned supermarket with 275 
total stores under five banners, 
appointed long time security 
expert, Guarneri, as VP of loss 
prevention. He is tasked with 
overseeing loss prevention at all 
Fresh Value Supermarkets stores 
and reports directly to the CEO. 

Because grocery stores source 

food and other essential products 
for people and pets, extra time, care 
and due diligence toward safety, 
security and wellness must be top 
priority at all times, but especially 
now during these COVID-19 days. 
Guarneri believes that Fresh Value 
Supermarkets was way ahead of the 
curve with regards to implementing 

the ‘new normal,’ as directed by the 
current global pandemic. 

“We installed sneeze guards 
before other companies followed,” 
he told SSN. “We also placed six-
foot decals at checkout lines for 
customers to stand six-feet apart 
while waiting in line.” 

Fresh Value Supermarkets are 
also taking an innovative approach, 
going the extra mile to keep its 
customers and employees safe and 
healthy. The supermarket chain 
has invested in sanitizing machines 
specifically for shopping carts and 
hand-held shopping baskets. 

“The machines were custom-
made to be compatible with all the 
different size of shopping carts/
baskets that we have in our stores,” 
said Guarneri. “We are ahead of 
our competition in trying to curb 
the spread of the virus [COVID-
19], but more importantly, we are 
dedicated to keeping our valued 
customers and team members safe. 
These innovative units will enhance 
the customer and team members’ 
safety and experience while shop-
ping and working in our stores. 
Period.” 

The special-made sanitizing 
machines were designed in an arch 
shape and spray a non-toxic mist 
around the cart or basket as it is 
passed through, similar to the con-
cept of a car wash.

“Customers can now roll their 
shopping cart or pass their hand 
basket thought the sanitizing 
machine,” Guarneri explained, 
“push a green button and it sim-
ply gets a ‘buggy bath.’ It sprays 
non-toxic, fragrance-free, CDC-
approved chemicals that kill virus-
es, germs, bacteria and other toxins 
immediately and within seconds, 
no drying time needed.” 

Additionally, the organization is 
adding the new shopping cart/bas-
ket sanitation to its daily cleaning 
regimen chain-wide. Employees 
will be spraying the sanitizer daily 
through out every store and “have 
shopping cart sanitizing duties after 
hours.”

The employees will also be 
responsible for ensuring each 
machine has adequate amounts of 
sanitizer. The sanitizer is housed 
within each machine and will last 
approximately three weeks with 
anticipated usage, but with higher 
volume traffic in stores, the refilled 
could be needed more often. 

“I’ve seen many times during my 
career a small child biting on the 
shopping cart handle while their 
parents are selecting an item,” said 
Guarneri. “The sanitizing machines 
are here to stay and are a game 
changer now and post COVID-19. 
The threat of picking up a virus 
or illness will go down drastically. 
This is a game changer and I expect 
other grocery chains to follow our 
lead.” ssn
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Associations assess COVID’s impact
THE MONITORING Association (TMA), 

the Electronic Security Association 
(ESA) and the Security Industry Asso-

ciation (SIA) joined together to conduct a 
nationwide survey of members in order 
to better understand the impact COVID-
19 has had on electronic security and life 
safety businesses. This survey confi rms the 
electronic security and life safety is being 
negatively impacted despite its role as an 

essential service in our 
economy.

The results also mirror 
what we here at Secu-
rity Systems News have 
heard from our readers. 
Furthermore, our most 
recent News Poll, which 
is still open, shows that 
more than half of respon-

dents are having trouble applying for and 
getting funding/assistance through the 
CARES Act. Hopefully, this new round of 
funding that was just passed will get into 
the right hands!

Turning our attention back to the fi ndings 
from the research from TMA, ESA and SIA, it 
is good to see these top associations coming 
together to provide this vital info, as well 
as provide tremendous resources for their 
members to help support and help them 
during this time.

“The survey results show a very wide vari-
ance due to the differences between Resi-
dential and Commercial businesses, as well 
as revenue sources and the costs to support 
them,” TMA President Don Young told Secu-
rity Systems News. “Given that the largest 
contributors to the survey are the commer-
cial integration companies and manufactur-
ers, it should be considered carefully before 

Paul Ragusa

assuming too much from the data, without 
more clarity on segmentation. Lastly, there 
are also geographic disparities that would 
also impact the results such as from ‘hot 
spots,’  or areas barely affected by the pan-
demic. As always with the law of averages, 
we just need to appreciate that dividing the 
highest and lowest numbers in these areas 
does not necessarily represent a majority 
opinion.”

Some of the initial quick fi gures from 
their survey include:

•    21-30 percent loss of revenue is the 
median reported for all respondents. More 
than 60 percent of respondents reported los-
ing this much or more of their revenue.

•    Less than 4 percent of respondents 
were denied the “essential service” label in 
their jurisdictions.

•    31-40 percent denial of access to job 
sites for service/testing/inspections/mainte-
nance was the median for residential integra-
tors, compared to 21-30 percent for com-
mercial integrators

A cross-section of the industry reprsent-
ed itself in the responses as follow: 
Residential Integration..........................27%
Commercial Integration........................49%
Monitoring Center ................................11%
Manufacturer.........................................41%
Distributor.............................................11%
Manufacturer Representative...............5.7%
Individual/Specifi er/Consultant............19%
Other Security Provider.........................19%

Looking closer at the overall impact so 
far, more than 56 percent of respondents 
reported having to reduce hours or layoff 
less than 10 percent of their employees. On 
the other end of the scale, 13 percent of all 
respondents were forced to reduce hours, 
furlough or layoff more than 90 percent of 

their employees.
On the positive side, less than 4 percent of 

survey respondents reported that their busi-
nesses were denied access as an “essential 
service” in their jurisdictions.

Impact on Residential and Commercial 
Integrators

The survey found that the median loss of 
revenue reported by residential integrators 
was 31-40 percent, while the median loss of 
revenue reported by commercial integrators 
was 21-30 percent, with the majority of inte-
grators — more than 70 percent — losing 
less than half of their revenue.

The reported levels for denial of access 
to job sites for service/testing/inspections/
maintenance in each segment correlate 
with these fi gures, with residential integra-
tors reporting a median denial rate of 31-40 
percent while the median denial rate for 
commercial integrators was 21-30 percent.

The denial of access seems to contribute 
to income loss for most integrators, though, 
as more than 80 percent report some level of 
interrupted access, according to the fi ndings.

Survey responses confi rm the observation 
many have already made: gaining access to 
residential customers’ homes has been more 
diffi cult during this time than access to com-
mercial properties, many of which are unoc-
cupied due to social distancing measures. 
This could contribute to lower demand for 
residential services during the pandemic.

When asked how industry associations 
could continue to help businesses weather 
this storm, respondents most frequently 
expressed their desire for opportunities to 
connect and continued updates on the lat-
est information related to winning business 
strategies, economic assistance and industry 
trends. SSN
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Inovonics 

Expand your Reach with Optex iSeries Motion Detection 
Scenarios Powered by Inovonics
June 16, 2020 at 9:30 a.m. (MDT)
Presented by: Eric Mardian, Regional Sales Manager, OPTEX, Inc.

HVAC/BACnet and Access Control Applications
June 30, 2020 at 9:30 a.m. (MDT)
Presented by: Bob Mendenhall, South Central Regional Sales Manager, Inovonics

Selling Intrusion into Commercial Applications
June 23, 2020 at 9:30 a.m. (MDT)
Presented by: Tom Mechler, Regional Marketing Manager – Intrusion and Access, 
Bosch

Commercial Monitoring with Inovonics
June 2, 2020 at 9:30 a.m. (MDT)
Presented by: Chris Allen, Northeast Regional Sales Manager, Inovonics

http://www.inovonics.com/virtualevents
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Security Solutions and 
RAS Watch partner
LOS ALAMITOS, Calif.—Enterprise 
security systems integrator located 
in Southern Calif., Security Solutions, 
recently announced a new product offer-
ing, Security Solutions Watch. In partner-
ship with El Segundo-based RAS Watch, 
a company that provides outsource-man-
aged global security operational com-
mand (GSOC) services, customers of all 
sizes are empowered with the ability to be 
proactive with their systems. 

Companies all over the world spend 
billions of dollars implementing security 
systems to protect their assets; however, 
most of these systems are purely reactive. 
Security Solutions Watch will utilize tools 
and proven analytic methods to help miti-
gate issues before they happen.

Additionally, designing and implement-
ing a managed GSOC is an incredibly 
expensive endeavor. Security Solutions 
Watch allows customers of every size to 
take advantage of everything a managed 
security operation center can provide 
at an affordable price. Services include: 
access control monitoring; social media 
monitoring; mass communications; situ-
ational awareness; incident management; 
employee travel tracking; video camera 
viewing; and investigative support. 

Utilizing Security Solutions Watch 
services —24/7 live phone support; 
camera alert verification; system health 
monitoring; after-hours reporting and a 
fully trained staff — will save money on 
deployment of guard services while aid-
ing in the prevention of theft or vandalism.

Vector Security Networks 
offers re-entry solutions 
during the crisis
PITTSBURGH—Stemming from the 
COVID-19 pandemic, multi-site business-
es need to ensure the safety, security and 
wellness of employees, customers and 
workspaces while adhering to govern-
ment regulations and new requirements. 

“The COVID-19 pandemic will drive 
short- and long-term disruption in our 
lives and in our organizations even after 
the initial outbreak has been contained,” 
Michael Grady, executive vice president 
for Vector Security Networks, said in the 
announcement. “Preparing for re-entry 
into the ‘new normal’ will be an over-
whelming task, with numerous decisions 
that businesses need to make along the 
way, but Vector Security Networks can 
help.” 

Vector Security Networks’ re-entry 
solutions address three critical areas: 
ensuring buildings are safe, secure and 
ready; creating and monitoring effective 
guidelines and adjustments to workspac-
es; and promoting the health and wellness 
of employees and customers.

Kastle Systems’ COVID-19 safety program

G4S offers Return to 
Work Assurance program

WASHINGTON, D.C.—Kastle 
Systems has developed an inte-
grated, building-wide plan to 
safeguard the health and safety of 
workers returning to the work-
place, and enable office buildings 
to play a significant role in screen-
ing and contact tracing.

“For American workers to 
return safely back into office 
buildings, there must be a com-
prehensive system in place that 
integrates technology and new 
safety protocols both for the 
building and for tenant spaces 
alike,” Kastle Chairman Mark 
Ein said in the announcement. “It 
can’t be every building owner, ten-
ant and occupant for themselves. 
We are all in the business of 
public health now to protect each 
other’s lives and help America get 
back to work.”

By SSN Staff
WESTMINSTER, Colo.—The 
PSA Cybersecurity commit-
tee offered their recommenda-
tions for integrators who are 
working from home during the 
COVID-19 pandemic. When 
asked what should people be 
on the lookout for to avoid 
digital espionage, especially 
when working from home, 
Josh Cummings, vice president, 
Technology, VTI, said, “Learn 
about Social Engineering and be 
on alert for it. Phishing emails, 
rogue phone calls, Linkedin 
requests and other social media.  
Protect your data.  Do not leave 
it laying around or throw it away 
without shredding it.”

Cummings also offered up 
some best cybersecurity prac-
tices for people who are new 
to working from home, not-
ing that people should keep 
their personal PC’s and rout-
ers patched and secure. “Set 
a complex password on your 
WIFI,” he said. “Be aware with 
others in your household that are 
working from home (especially 
kids). Beyond that, watch out 
for Phishing emails as every-
one is getting blasted from all 
directions right now. Be vigilant 

even while working from home. 
We are probably more exposed 
there than we are in an office 
environment.”

Andrew Lanning, co-founder, 
Integrated Security Technologies, 
added, “Don’t store any meeting 
recordings in the cloud, store on 
local machine only. In general, 
the browser version of the virtual 
hosting platforms is less invasive 
to your user data.”

While Zoom has been in the 
news due to security concerns, 
Lanning recommended some 
other platforms to consider:
•	 We use Microsoft Teams

for all of our meetings. It is a 
great tool that has screensharing, 
audio and video calling.
•	 TeamshasGoogle analytics

behind it, generating meeting 
data for sale/sharing. Not a 
problem for most things.
•	 Better security, less features,

depending on the required meet-
ing content: https://meet.jit.si/
•	 Join is offering free VPN

while they’re in beta: https://
joindigital.com/
•	 Brave is a secure and fast

browser: https://brave.com/
•	 Of course, Tor is the most

secure option: https://www.
torproject.org/  SSN

Kastle has combined decades 
of security experience with best 
practices around managing the 
novel coronavirus to introduce 
KastleSafeSpaces, which lets 
workplaces re-open by mak-
ing their spaces smarter and 
safer, while maintaining a level 
of convenience that’s enabled 
by technology. Using touchless 
access control, video analytics 
technology and thermal cameras, 
KastleSafeSpaces integrates virus-
screening and contact tracing 
processes to confidently facilitate 
a safe return to the office.

Touchless controls and an 
integrated app on smartphones 
will enable wireless, hands-free 
door opening, turnstiles, eleva-
tors, security card readers, visitor 
kiosks and parking ticket vending 
machines.

KastleSafeSpaces will facilitate 

By SSN Staff
JUPITER, Fla.—The recently 
announced G4S Return to 
Work Assurance program is a 
new comprehensive solution 
developed to assist organiza-
tions with security planning 
and implementation as they 
consider the reopening pro-
cess during COVID-19.

“The G4S Return to Work 
Assurance program address-
es customer challenges by 
providing a tailored road-
map of integrated security 
solutions that takes people, 
processes and technology 
into consideration to help 
organizations chart a course 
to reopen in this unsettling 
environment,” G4S Americas 
CEO, John Kenning, said 
in the announcement. “The 
program is based on Centers 
for Disease Control (CDC) 
guidelines and includes inte-
grated solutions designed to 
improve security at every 
stage of reopening. We help 
customers put protocols and 
operational processes in 
place that mitigate long-term 
risk and aim to help stop the 
spread of COVID-19 in our 

communities.”
Throughout the pandem-

ic, G4S has worked with 
essential services organiza-
tions under the Essential 
Service Assurance Program 
to maintain safe operations 
for essential businesses. As 
states lift shelter-in-place 
orders, more businesses are 
beginning to consider the 
actions that need to be taken, 
requiring many to make sig-
nificant alterations to their 
security processes. 

The G4S Return to Work 
Assurance Program includes 
comprehensive security solu-
tions for compliance in the 
following areas: temperature 
solutions; personal protec-
tive equipment (PPE); physi-
cal distancing; occupancy 
and throughput; workspace 
controls, contact tracing; 
remote working; and busi-
ness resistance planning. 

G4S recommends orga-
nizations follow a phased 
approach to reopening, based 
on the requirements of local 
governments, health experts 
and their own internal poli-
cies and procedures. SSN

nology to investigate close per-
sonal contact for more detailed 
tracking. If an employee tests 
positive for Covid-19, people 
who are impacted can be easily 
notified through the Kastle app.

KastleSafeSpaces will use data 
and technology-led reminders to 
supplement physical guides to 
reinforce social distancing. New 
installations, like checkpoints, 
will maintain the recommended 
social distancing guidance and 
new floor markings will not 
only indicate the flow of traffic 
but reinforce how far employ-
ees, vendors and visitors should 
stand away from each other for 
maximum health and safety. Real-
time data exception reporting 
will provide notifications and 
Kastle will work with tenants to 
enforce staggered work schedules 
to minimize density. SSN

daily screenings of employees, 
vendors and visitors, fully inte-
grating with the security access 
control system to screen out those 
presenting with symptoms or 
known to be infected. Many office 
lobbies will start to resemble 
airports with testing stations, 
screening queues, speed lanes, 
designated check-in times and 
self-check kiosks. Kastle Systems 
will work closely with human 
resources departments to protect 
the privacy and health care data 
of all tenants and workers within 
a building.

KastleSafeSpaces will utilize 
existing access control systems, 
mandating credential use for 
entry and exit traffic for build-
ings, floors, tenant office suites 
and common areas at all times. 
Proximity data can be supple-
mented by intelligent video tech-

By SSN Staff

PSA provides advice on 
working from home
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Safely Reopen Your Business  
with Advanced Screening

Highly Accurate Thermographic Cameras

*Disclaimer: Hikvision USA Inc. products depicted herein are not FDA approved medical devices and are not intended for use in the diagnosis of disease or other conditions, or in the cure, mitigation, treatment, or 
prevention of disease. When configured correctly, the Hikvision products discussed herein can identify elevated human skin-surface temperature relative to a sample population.

One-Second Detection
Detects and alerts to elevated skin-surface 

temperature in just one second for  
high-throughput screening

Temperature Screening on Patrol
Supports immediate detection and  

preliminary screening avoiding  
unnecessary physical contact

Manage Cameras From A Safe Distance
Use an I-Series NVR (DS-7608NI-I2/8P) or PC 
Laptop with iVMS-4200 software to manage 

the cameras from a safe distance.

HAT-Camera_Ad.indd   1 6/10/20   3:02 PMUntitled-2   1 6/15/20   12:44 PM

G4S’ Rachelle Loyear talks convergence and transformation 
unfortunately, we are still mentally 
siloed. People who are interested in 
having cool new physical security 
devices are taking those and put-
ting them on the network, so we 
have to look at the risks that we are 
acquiring through that convergence 
of functional technology versus 
information technology.

We still think of cybersecurity as 
a thing that surrounds information, 
but information is the asset and 
cybersecurity is the environment 
through which one can safely access 
and manage that asset.

We here at G4S have been work-
ing on this question of convergence 
and a risk-based approach as it 
relates to security risk management 
for more than a decade. To me the 
question of convergence is over from 
a political standpoint, as the world 
has converged. Now it is recognition 
of it, and a solid look at the risks that 
are associated with it.

SSN: A lot of the conversation 
today is around what is being called 
the digital transformation. Can you 
talk about this Security 4.0 concept 
and how G4S is embracing it?

LOYEAR: In the last year we have 
really been focusing on this question 
of Security 4.0, to align it with the 
business popular language of indus-
try 4.0, and to try and get people to 
understand that security is moving 
into a new connected age as well 
now. We need to be sure we do not 
follow the manufacturing industry, 
which moved gangbusters into that 
connected age and took advantage 
of all the cool new technology, and 
then found out that they had vulner-
abilities and holes and gaps that they 
weren’t thinking about because it 
was just cool.

We are really at — or at the cusp 
of — Security 4.0: Everything in 
your security program will be con-
nected. Cameras will talk to access 
control. Your visitor management 
system at some point should be 
able to recognize the visitor coming 
through the door using analytics on 
your camera, having facial recogni-
tion, pinging your manned guard 
on their device saying to greet that 
visitor if that is needed, for example. 
But all of these things in this con-
nected environment are risks sitting 
there, so we want to make sure we 
embrace the digitized movement 
while understanding the challenges 
created in doing so.

We as a security organization and 
G4S need to make sure that we are 
cognizant of the potential gaps and 
pitfalls and problems — and every-
thing that goes along with it — so 
we aren’t just going along with the 
desire to be cutting edge without 
making sure that we apply all of 
the appropriate security and risk 
management techniques to that. 
We are taking a much more holistic 
approach to managing security.

SSN: Where are companies on this 
digital transformation journey?

LOYEAR: We may only be half-
way there but it is where everybody 
sees that we are going, and all of 
the CSOs and CISOs see it coming 
and are planning around it and 
budgeting for it. The awareness of 
digitization as an impacting factor 

for security programs is very high as 
well, so I think the industry knows 
it is coming.

In the next decade it will be hard 
to find an enterprise-level secu-
rity program that is not digitized. 
By giving people a good pathway 
and guidance on potential issues, 
we can avoid them and allow the 

industry to embrace the advantages 
of digitization without running into 
the brick walls that Industry 4.0 
ran into, which is the target hack 
where someone gets into a casino, 
for example, through their fish 
tank thermometer. We have a lot of 
lessons learned from Industry 4.0.

SSN: What successes are you seeing 

from early adopters? What are some 
of the key advantages of digitization?

LOYEAR: There are the obvious 
ones such as speed and efficiency 
that you get with digitization, but 
the biggest advantage is also its cur-
rent biggest downfall and that is the 
current amount of information that 

Continued from page 1
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high standards that has made 
COPS Monitoring a leader in 
its field.

“As we approach four 
million monitored accounts 

and grow our staff to 
1,000 employees and 
beyond, it’s critical 
that we continue to 
pay close attention to 
the fundamentals,” 
COPS Monitoring’s 
P r e s i d e n t  J i m 
McMullen said in 
the announcement. 

“When possible, our goal is to 
promote within to reinforce 
both the breadth and the depth 
of our leadership. Juergen 
brings with him to this new 
position a rich history with 

By SSN Staff
WILLIAMSTOWN, N.J.—
COPS Monitoring announced 
the promotion of Juergen 
Henry to assistant  vice 
p r e s i d e n t  o f 
operations. Henry 
was recently named 
to  the  Secur i ty 
Systems News “40 
under 40” class of 
2019.

A s  A s s i s t a n t 
V i c e  P r e s i d e n t 
o f  O p e r a t i o n s , 
Juergen’s primary role will 
be to provide direction and 
individualized support to the 
operations managers at each of 
COPS’ six locations to ensure 
continued commitment to the 

Juergen Henry

COPS Monitoring promotes Juergen 
Henry to assistant VP of operations

COPS, and an impeccable 
work ethic that will surely 
benefit our company, our 
dealers, and their monitored 
customers.”

Juergen began his security 
industry career 10 years ago 
in an entry-level position at 
COPS’ Florida monitoring 
center. Through his hard 
work and dedication to COPS’ 
mission,  Juergen moved 
through the ranks quickly 
and was promoted in 2014 to 
Operations Manager of COPS’ 
second-largest monitoring 
center in Lewisville, Texas. 
There, Juergen was able 
to draw on his intensive 
education at COPS and also the 
mentoring skills he relied on as 

a former high school football 
coach to grow the staffing in 
COPS’ Texas facility by over 
400 percent while improving 
employee retention rates. 

“I am extremely excited and 
profoundly grateful for my 
new promotion,” explained 
Juergen. “I honestly didn’t 
think companies like COPS 
still existed. Our foundation of 
‘people helping people’ applies 
to more than just the dealers 
we serve and customers we 
help protect; COPS also places 
a high value on its employees 
and continually invests quite a 
bit of time and energy back into 
our team and our operations 
and I’m honored to be a part of 
its executive team.” ssn

monitoring station for man-
aged video services.

The scope of UL 827B, as 
defined by UL a global safety 
science organization, covers 
managed video services 
provided by monitoring 
stations that deliver security 
services by leveraging video 
cameras and related video 
technologies installed at 
protected properties to form 
all or part of an electronic 
security system. The managed 
video service provider employs 
staff located at a Managed 
Video Monitoring Station 
(Command Center/Central 
Station) to view video streams, 
make situation-awareness 
informed decisions, interact 
with people or systems at 
a protected property, notify 
identified parties of events, 
or other services.

The unique aspect of 
companies obtaining this 
certification is the active 
management of security events 
and subsequent engagement, 
including handoff and tactical 
support to law enforcement, 
all in real time via command 
center-based agents.

“The significance of NMC’s 
certification by UL further 
sets us apart from other 
monitoring stations and 
we couldn’t be prouder to 
be a part of a distinguished 
group that continues to set 

NMC gets UL listing
the standard in the security 
industry,” NMC President 
Woodie Andrawos said in 
the announcement. “For 
nearly 20 years, we have 
prided ourselves on being the 
premier 3rd party monitoring 
station that provides 24/7 
best-in-class monitoring 
nationwide for independent 
dealers. We continue to 
invest in services, including 
our proprietary Netwatch 
Proactive Video Monitoring 
Service, that enable our dealer 
and integrator partners to 
differentiate themselves in the 
market with high-value RMR 
opportunities.”

Quali f ied monitoring 
stations for the UL 827B 
certification are required 
to undergo an audit during 
each calendar year by UL’s 
audit staff in order to verify 
continued compliance. 
Such audits assess both the 
monitoring station facility 
and the delivery of services 
to subscribers who have 
been issued UL Monitoring 
Certificates.

NMC is a third party 
monitoring company with 
monitor ing centers  in 
California and Texas. As part 
of The Netwatch Group, NMC 
expands its suite of wholesale 
monitoring services with 
proactive video monitoring, 
exclusively available through 
its channel partners. ssn

By SSN Staff
NEW YORK—The National 
Advertising Division (NAD), 
an investigative unit of the 
advertising industry’s system 
of self-regulation and a divi-
sion of BBB National Pro-
grams’ self-regulatory and 
dispute resolution programs, 
determined that SimpliSafe, 
Inc. supported certain adver-
tising claims for SimpliSafe 
Home but recommended 
modification or discontinua-
tion of other claims.

The following are represen-
tative of some of SimpliSafe’s 
claims challenged by ADT: 

• “We dispatch 350% fast-
er.” 

• “We verify the alarm is 
real, so police dispatch 350% 
faster.”

• “Our monitoring staff 
calls you the second trouble’s 
detected.”

• “Prepared for the unex-
pected – Someone attacks the 
system? SimpliSafe is ready.” 

• “Our monitoring service 
was named the best in the 
industry.”

• “Unparalleled range. Most 
wireless security systems can’t 
cover your house. Ours can – 
up to 1000 ft. range.”

In its advertiser’s state-
ment, although SimpliSafe 
disagreed with some of NAD’s 
findings, it agreed to comply 

NAD reviews ADT’s 
challenge of SimpliSafe

with NAD’s recommendations 
which include, but are not 
limited to: discontinue dis-
patch speed claims and claims 
that customers are contacted 
within seconds; modification 
of television, radio, podcast 
and social media advertis-
ing to avoid conveying the 
misleading message that all 
touted benefits and options 
are available with every Sim-
pliSafe package; and discon-
tinue the “best in the indus-
try” claim or modification 
of claim to disclose date of 
award.

SimpliSafe informed NAD 
that for reasons unrelated 
to the present challenge, it 
would permanently discon-
tinue the claim about “unpar-
alleled range;” therefore, NAD 
did not review this claim on 
its merits. The voluntarily 
discontinuation claim, for 
compliance purposes, will be 
treated as though NAD recom-
mended its discontinuance 
and the advertiser agreed to 
comply.

SimpliSafe stated that it 
“believes in the self-regula-
tory process and supports 
NAD’s mission as a forum for 
advertisers to resolve advertis-
ing matters” and that it will 
“work to update its advertis-
ing in light of NAD’s recom-
mendations.” ssn

FCC no longer issuing 
warnings for robocalls
WASHINGTON, D.C.—As of May 1, 
the FCC adopted an Order ending 
its practice of warning before issuing 
penalties for violating the law and for 
harassing consumers with unwanted 
robocalls.

“Robocall scam operators don’t need 
a warning these days to know what they 
are doing is illegal, and this FCC has 
long disliked the statutory requirement 
to grant them mulligans,” FCC Chairman 
Ajit Pai said in the announcement. “We 
have taken unprecedented action against 
spoofing violations in recent years 
and removing this outdated ‘warning’ 
requirement will help us speed up 
enforcement to protect consumers. With 
strong enforcement and policy changes 
like mandating STIR/SHAKEN caller ID 
authentication and authorizing robocall 
blocking, we are making real progress in 
our fight against fraudsters.”

Under the prior statutory requirement, 
the FCC had to issue robocallers that did 
not otherwise fall within its jurisdiction 
warnings — formally called citations 
— related to alleged violations of the 
Telephone Consumer Protection Act 
before it was able to move forward 
with enforcement action. Additionally, 
prior to the TRACED Act, any fine the 
FCC proposed for TCPA violations by 
robocallers could be based on violations 
that occurred only after the warning had 
been issued. While caller ID spoofing 
violations, namely, the use of spoofing 
to scam consumers, did not require 
warnings, the act of illegal robocalling by 
these scammers did.

The FCC action extends the statute 
of limitations during which robocallers 
can be fined for TCPA and for spoofing 
violations. Until now, the FCC had either 
one or two years, respectively, from the 
day a violation took place to a propose 
a fine, and only the violations that took 
place within that timeframe could be 
included when calculating the proposed 
forfeiture. With this change, the FCC has 
four years to propose a fine for spoofing 
and intentional robocall violations. The 
Order also increases the maximum fines 
for intentional robocall violations.

DeKalb County, Ga. goes 
live with AsAP-to-PsAP
DEKALB COUNTY, Ga.—The DeKalb 
County GA E-9-1-1 Emergency 
Communications Center (ECC) is the 66th 
ECC in the United States to implement 
ASAP and the third ECC in the state of 
Georgia to implement ASAP.

DeKalb County went live on Monday, 
April 27th at 7am EST with Vector Security, 
then followed by Affiliated Monitoring, 
Guardian Protection, National Monitoring 
Center, Alert 360, Vivint, AT&T Digital Life, 
Tyco (Johnson Controls), Protection One, 
Brinks Home Security, Rapid Response 
and ESC. ADT is expected to go-live with 
DeKalb County in the near future. 

Continued from page 1
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operating as normal under the 
company’s COVID-19 pandemic 
emergency operating plan that 
had been in place since February, 
including shutting the facility down 
to visitors; extensive cleaning of 
workstations after each shift; only 
filling every other workstation; and 
asking employees not to come in if 
they had been 
exposed to 
someone or if 
they were not 
feeling well, 
to name a few 
of the precau-
tions in place. 
Egan even had 
managers in 
each city reach 
out and secure a cleaning company 
just in case a complete cleaning was 
required moving forward.

Despite the company’s policies 
and best efforts, the operator did 
come in on March 23 to tell their 
manager about their daughter’s 
contact at the dorm. And once the 
company found out on April 1 that 
the operator had tested positive, 
Egan decided to close the central 
station down on that day and call 
in the cleaning company for a 
thorough cleaning and disinfection 
of all areas in the facility, from 
workstations, to bathrooms, to 
common areas — a process that 
cost approximately $4,000, Egan 
noted. “We disinfected the entire 
place and cleaned everything,” he 
said.

Because the operator had already 
been out 10 days starting on March 
23, Security Partners decided to 
add the additional four days before 
re-opening on April 6 — “just to 
be on the safe side and be sure that 
no other operators were showing 
signs,” said Egan. “And the fact that 
we had full redundancy in the other 
two central stations we were able to 
push all the traffic to Pennsylvania 
and Nevada and we did not miss 
a beat.”

Egan was happy to report that 
no other operators have shown 
any symptoms since that time at 
that location.

Just when Security Partners 
thought they were out of the woods, 
on April 9, one of the operators at 
their Lancaster site, who is an EMT, 
was told that one of the patients 
they had worked on had tested 
positive. Out of an abundance of 
caution, Security Partners closed 
the Lancaster facility and brought 
the cleaning crew in to clean and 
disinfect the entire facility, as they 
did in San Antonio, before bringing 
operators back to work for the 
later shift that day. Fortunately, no 
other operators have shown any 
symptoms since that time at that 
location.

Egan pointed out that the key 
to overcoming these challenges 
is having the right policies, 
procedures and planning in place, 
which must include keeping in 
close communication with your 
employees as to what steps and 
measures that are being taken to 

ensure safety.
“We were prepared for this and 

I think it is important to share 
this because there are hundreds 
of small independent dealers that 
are still monitoring their accounts 
from one location without 
redundancy, and that is just not a 

safe practice,” noted Egan. “And 
the cost of wholesale monitoring 
with complete redundancy is far 
more cost-effective than continuing 
to upgrade servers and hiring and 
training people and having them 
work on holidays and weekends. 
We are open 24-7, 365!”

He  con t inued ,  “These 
independent companies that 
have less than 5,000 accounts, it 
doesn’t make sense, or pay, to have 
your own monitoring, plus there 
are hundreds of small wholesale 
monitoring companies that do not 
have redundancy.” ssn

Security Partners closes central for five days amid crisis

Pat Egan

Continued from page 1
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Nortek Security & Control 
LLC announces new 
regional sales manager
CARLSBAD, Calif.—Jon Fischer, recently 
hired as regional sales manager at Nortek 
Security & Control (NSC), will manage sales 
accounts for dealers in both Minn. and Wis.

“I’m thrilled to have such a seasoned 
veteran join our expanding team,” Jeff 
Costello, vice president of sales at NSC, 
said in the announcement. “Jon’s wealth 
of industry experience and commitment to 
service will make him a valuable addition to 
our team and his customers.” 

Fischer comes to NSC with significant 
experience in the Control and AV industry, 
including over 20 years of sales experience 
and a proven track record of supporting 
dealers. He brings that knowledge with him 
to NSC, where he is tasked with continuing 
to drive sales within the territory.

Fischer is a key member of the Eastern 
Territory Sales Team and is based in 
McFarland, Wis.

Two-thirds of homes use 
connected video device
DALLAS—New research from Parks 
Associates finds 67 percent of U.S. broad-
band households own and use at least one 
internet-connected video device: smart 
TV; streaming media player; gaming con-
sole; or PVR/DVR. While these devices get 
plenty of use, they also have lengthening 
replacement cycles, which is driving manu-
facturers to explore new strategies includ-
ing software and service offerings; exclu-
sive hardware-content bundles; and open 
ecosystems. Challenges and thin margins 
in connected entertainment are also nar-
rowing the field of competitors. 

“The connected entertainment space is 
moving towards a smartphone model, in 
which a handful of platform players control 
the operating system, UX and consumer 
access to services and features,” Kristen 
Hanich, senior analyst, Parks Associates 
said in the announcement. “These platform 
players stand to win big as consumers 
increasingly choose to sign up for their OTT 
service subscriptions through storefronts 
like Amazon Prime Video Channels, Apple 
TV Channels and Roku Channel Premium 
Subscriptions.” 

Titled “Connected Entertainment 
Ecosystems: Competition & Cooperation,” 
this research profiles product ecosystems 
and market strategies for Amazon, Apple, 
Comcast, Google, Roku, Samsung and 
Sony, analyzing benefits and drawbacks 
of closed versus open device app ecosys-
tems and offering insights on consumer 
expectations for their devices.

“The increasing fragmentation in the 
content services market means there’s no 
single path to reach consumers,” Hanich 
said, “These factors, along with the con-
sumer demand to access their content 
when and where they are, are push-
ing the connected entertainment mar-
ket slowly but steadily in favor of open 
ecosystems.”

By Ginger Hill
TYSONS, Va.—Founded in 2004 
and acquired by Alarm.com 
in 2015, SecurityTrax, a back-
office, cloud-based platform 
built for the security industry 
and automation providers to 
manage all critical operational 
tasks, has recently and diligently 
been working on major upgrades 
and a complete redesign, all with 
the end user top of mind. 

“The redesigned SecurityTrax 
platform is a more modernized, 
responsive interface, working 
across all devices and web 
browsers,”  Jeff  Hansen, 
president, SecurityTrax told 
Security Systems News. 

According to Hansen, one of 
the fundamental goals of the 
redesign was to reduce new user 
learning curves.

“Our intuitive tools help 
make any novice user profi-

SecurityTrax redesigns, upgrades CRM platform
cient in no time,” Hansen said. 
“They’re [the intuitive tools] 
easily the most popular feature 
because they improve the user 
experience and increase the 
effectiveness of the platform 
for our customers.” 

A series of new tools 
designed to maximize 
operational efficiencies 
are now offered within 
SecurityTrax. New 
workflows provide 
a guided, consistent 
user experience to 
create customers in the 
platform while role-
specific, company-
wide dashboards deliver quick 
snapshots of critical business 
metrics that help aid in driving 
informed business decisions. 
With such data generated 
within SecurityTrax from these 
tools, modeling and tracking 

operational and customer service 
efficiencies are two key benefits. 

End users are also empowered 
to customize the SecurityTrax 
platform to meet their specific 
needs. A popular customization 
among SecurityTrax end users is 
the building of customer-facing 

web portals. 
For SecurityTrax 

end users that want 
to customize but don’t 
know exactly what to 
do, the “Add-Ons” tool 
helps end users tailor 
the platform with 
some core business 
elements. such as user-

generated electronic documents, 
performing commiss ion 
calculations and auto-creating 
purchase orders for inventory 
replenishment.

“The Add-Ons are charged 
either per use or per month per 

user,” said Hansen, addition 
that their simplified pricing is 
attractive to service providers of 
any size. 

Speak ing  o f  p r i c ing , 
SecurityTrax is offered via a 
subscription pricing model 
of $99 per month in which 
customers get access to an 
unlimited number of users 
and a dedicated SecurityTrax 
account manager. Additionally, 
“there is a $2.00 one-time 
fee per new customer added, 
plus an additional 10 cents 
per month which includes 
unlimited appointments, notes, 
tasks, file storage and credit 
checks,” Hansen said, “and 
there are third-party fees for 
credit checks but, overall, it’s the 
simplest pricing structure we’ve 
ever offered and was developed 
based on feedback from our 
customers.” SSN

Jeff Hansen

By SSN Staff
PROVO, Utah—Vivint Smart 
Home, Inc., provider of essential 
services including lifesaving 
and life-protecting, 24/7 
professional monitoring for 
emergency situations, recently 
announced several business 
updates related to COVID-19. 

“As we navigate the evolving 
situation with the COVID-
19 pandemic, ensuring the 
health, safety and wellbeing of 
our customers, employees and 
communities remains our top 
priority,” Todd Pedersen, CEO, 
Vivint Smart Home, said in the 
announcement. “I am seeing 
extraordinary efforts from our 
employees, and am proud of 
our talented and dedicated 
teams.” 

Vivint has transitioned 
more than 1,500 customer 
care professionals to effective 
work-from-home environments 
while maintaining their 
geographically dispersed central 
monitoring stations. Vivint has 
also instituted a work-from-
home policy for all corporate 
employees. 

To keep customers and 
employees safe, Vivint has 
implemented new operating 
and safety procedures based 
on the latest CDC guidelines. 
Daily “fitness-for-duty” 

Vivint Smart Home 
COVID-19 update

assessments for all customer-
facing employees are conducted 
and customers are contacted 
before visits. Protective sanitary 
equipment, such as disposable 
gloves, masks and hand 
sanitizer, is being used during 
service visits. CDC guidelines 
for social distancing and hand 
washing are being followed, 
including not shaking hands 
with customers. Vivint has 
also paused all door-to-door 
sales activity across North 
America, based on state and 
local government guidelines. 
Up to 14 days of paid time off is 
provided to any employee who 
has contracted COVID-19 or is 
required to quarantine. 

Vi v i n t  i s  t r i m m i n g 
discretionary spending to 
preserve cash and improve 
their cost structure. They have 
additionally drawn down $100 
million on their revolving 
credit facility as a precautionary 
measure. 

Also, effective June 10, 2020, 
Vivint Canada, Inc. will no 
longer sell new equipment or 
accounts through door-to-door 
sales channels, but will continue 
to sell via online marketing and 
inside sales channels. 

Vivint will continue to 
adjust in response to the global 
situation with COVID-19. SSN

By SSN Staff
BOCA RATON, Fla.—ADT is 
developing a solution for the 
home security industry’s need 
to adapt to the 3G sunset, which 
is scheduled for February 2022. 
Strategically partnering with 
technology startup CellBounce, 
ADT anticipates a user-installed, 
plug-and-play solution for the 
3G-to-4G conversion will be 
ready by late summer 2020. 

The technology and product 
could apply to most of the six 
million 3G-powered home secu-
rity systems in the United States. 

“We believe CellBounce is 
the most cost-effective solu-
tion we’ve seen for the security 
industry’s need to convert mil-
lions of customers before the 
3G sunset date,” ADT President 
and CEO Jim DeVries said in the 
announcement. “There’s been 
collaboration between ADT, Cell-
Bounce and AT&T’s engineering 
and development teams to enable 
this technology to work across 
platforms, serving not only ADT 
customers, but the entire home 
security industry operating on 
AT&T’s network. We’re fully 
committed in ensuring Cell-
Bounce’s success.”

CellBounce is a plug-and-lay 
conversion technology designed 
to perform required radio 
updates to systems that currently 
rely on 3G. Home security cus-
tomers with 3G radios in their 

ADT, CellBounce unveil 
solution to 3G sunset

security panels can receive the 
CellBounce device, similar to a 
smart plug, and perform a simple 
DIY upgrade, enabling continued 
cellular connection through the 
3G sunset.

The technology operates by 
converting 3G signals to com-
municate on AT&T’s 4G net-
work. It extracts the Mac ID and 
cellular serial number of existing 
3G alarm devices and handles 
the transfer of data. CellBounce’s 
module instantly attaches to the 
3G alarm device and transmit 
data from it to the AT&T core 
network using a Qualcomm 
Femto chipset. Once the module 
is present, the panel will locate it 
and reside on it for the life of the 
device. The unit is equipped with 
a UL-compliant battery back-up, 
providing continuity for up to 24 
hours in case of power failure. 

CellBounce is in late-stage test-
ing and has been proven to work 
end-to-end in laboratory settings. 
ADT engineers are in the process 
of developing the tools necessary 
to use the CellBounce product 
and certifying it for use across 
ADT’s platforms and products. 
Deployment is also contingent 
on completion of additional, 
external certification processes. 

ADT intends to complete its 
acquisition of CellBounce and 
its proprietary technology sub-
sequent to final certification of 
the solution. SSN



By SSN Staff 
BLOOMINGTON, Minn.—Alarm.com 
won a 2020 Excellence in Customer Ser-
vice Award in the Organization of the 
Year category from the Business Intel-
ligence Group. 

This  award,  which recognizes 
c o m p a n i e s  a c ro s s 
t h e  w o r l d  t h a t 
provide exceptional 
c u s t o m e r  s e r v i c e 
and work to improve 
how organ iza t ions 
communication with 
consumers, was earned 
b y  t h e  c o m p a n y ’s 
customer operations 
team, known as CORE 
(Customer Operations 
a n d  R e s e l l e r 
Education), by delivering superior 
customer service, technical support 
and training to thousands of service 
providers in the security industry. 

“We focus all of our efforts on 
delivering an unparalleled customer 
service experience to our partners 
and subscribers,” Jason DaCosta, vice 
president of customer operations at 
Alarm.com said in the announcement. 
“In addition, we strive to identify and 
develop passionate, highly accountable 
team members, who share our all-
hands-on-deck mentality to continually 

Alarm.com receives award, 
launches online hub

elevate our customer service standards 
for the industry. This recognition 
further motivates us to find new ways 
to improve how we serve our partners 
and subscribers so that we always exceed 
their expectations.”

The CORE team’s mission is to provide 
a “best in the world” 
experience to all partners 
and subscribers, and 
prioritizes continuous 
i m p r o v e m e n t  a n d 
accountabil i ty.   For 
e x a m p l e ,  C O R E 
created a system to 
track how effective the 
company is at delivering 
and  improv ing  the 
o v e r a l l  e x p e r i e n c e 
for technicians. This 

implementation increased the overall 
ease of working with Alarm.com 
technology by nearly 10 percent and 
helped lead to a 94.1 percent Customer 
Satisfaction (CSAT) score last year. 

In addition to this award, Alarm.com 
recently launched an online hub for their 
partners to access training, resources and 
information to help succeed remotely. 
The site is a one-stop resource center 
with links to pages for helping with 
do-it-together/professionally assisted 
device installations and accomplishing 
other critical tasks. SSN

DALLAS—Parks Associates research 
revealed 41 percent of U.S. broadband 
households are concerned about hackers 
getting access to their devices. With con-
cerns among households without smart 
home devices, these fears could contrib-
ute to reluctance among consumer sot 
purchase these devices. 

“Connected devices have proven 
valuable in extending and enhancing 
m a n y  e l e m e n t s 
o f  e v e r y d a y  l i f e , 
including work-at-
home ,  educa t i on , 
entertainment, and 
health and wellness,” 
P a t r i c e  S a m u e l s , 
senior analyst, Parks 
Associates said in the 
announcement. “But, 
the expansion of smart 
home adoption and 
online activity also 
increases consumers’ 
v u l n e r a b i l i t y 
t o  h a c k e r s  a n d 
cybercriminals. Parks Associates research 
has repeatedly found safety and security 
to be fundamental to consumers, so all 
players would benefit from industry-
level solutions that can deliver on the 
security of connected devices in the 
home.” 

Additionally, Parks Associates tracked 

Parks Associates, PSA Certified 
highlight device security, standards

the stead increase of DIY setup and 
configuration among smart home and 
connected entertainment, finding the 
following: 
•	 64 percent smart home device owners 

report setting up at least one smart 
home device themselves;

•	Approximately 90 percent of smart 
light bulb and smart plug owners 
set up these devices themselves; and 

•	 51 percent of smart home owners who 
set up their own devices 
experienced at least one 
type of problem when 
setting up their device. 

P a r k s  A s s o c i a t e s 
a d d r e s s e d  t h e 
i m p o r t a n c e  o f 
es tab l i sh ing  dev ice 
s e c u r i t y  s t a n d a rd s 
and certifications in 
t h e  w e b i n a r,  “ I o T 
Security: Establishing 
Frameworks to Protect 
Consumers,” co-hosted 
with PSA Certif ied. 
Samuels moderated the 

following panelists: 
•	Anurag Gupta, Business Development 

Director of Platform Security 
Architecture, Arm;

•	Carlos Serratos, Senior Director of 
Strategy, Brightsight; and

•	Hector Tejero, IoT Solutions Architect, 
ARROW Electronics. SSN

By SSN Staff

“We focus all of our 
efforts on delivering an 
unparalleled customer 

service experience 
to our partners and 

subscribers.”
—Jason DaCosta, 

Alarm.com
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By Paul Ragusa
AUSTIN, Texas—Eagle Eye 
Networks, a global cloud video 
surveillance provider, announced 
the completion of a citywide 
surveillance program in Mexico 
City, installing 13,550 cameras 
in 4 months.

“This is the largest deployment 
we have done that was primarily 
wireless 4G,” Eagle Eye Networks 
CEO Dean Drako told Security 
Systems News. “The use of a 
true cloud VMS is ideal for 4G 
deployments when architected 
properly.”

Drako noted that this is one of 
the fastest completions of such a 
large-scale project like this, and 
the installation team was install-
ing approximately 250 cameras 
per day at its peak. To facilitate 
this quick deployment, Eagle Eye 
Networks utilized 4G connectiv-
ity combined with its bandwidth 
optimization to get all cameras 

Eagle Eye’s Mexico City project done
operational with remote moni-
toring. “In the future 4G and 5G 
technology will likely be a go-to 
solution for large scale distributed 
surveillance projects. It can save a 
lot of time and money on instal-
lation,” Drako said.

This fast-
paced install 
occurred 
amidst the 
global sup-
ply chain 
challenges 
caused by 
COVID-19; 
however, 
Eagle Eye 
Networks’ strong partnership 
with both the reseller and sup-
pliers provided alternatives and 
solutions to keep the project on 
schedule.

Drako said that the city’s pri-
mary goal is to create a safer 
environment for their citizens. 

“They want to reduce crime and 
violence … create more confi-
dence in the community,” he said. 
“They can do this by responding 
more quickly and making it easier 
for people to reach them more 
quickly. The cameras provide 

a clear view 
that enhances 
safety espe-
cially when 
connected 
with an emer-
gency call 
system.”

He 
noted that 
Eagle Eye 

Networks’ solution was chosen 
because the Eagle Eye Cloud 
Video API Platform provides 
an open solution that allows 
integration of new technologies 
(AI, advanced analytics, search, 
and license plate recognition, for 
example); new suppliers; and 

new cameras at any time. Future-
proofing the city’s investment 
and eliminating the headaches 
associated with managing large 
data centers was crucial in their 
decision.

“When deploying a city-wide 
surveillance project, scalability, 
retention, and cellular transmis-
sion must be considered,” said 
Drako. “Eagle Eye’s cloud video 
retention and massive on demand 
scalability make it ideal for large-
scale deployments. To operate 
your own large data center system 
for video recording is expensive 
and challenging. With Eagle Eye’s 
subscription service we provide 
a more robust and lower cost 
answer for large-scale deploy-
ments.”

While this is Eagle Eye 
Networks’ largest citywide deploy-
ment, it has a number of city 
clients. “This is a growing vertical 
for Eagle Eye Networks.”  ssn

By SSN Staff
IRVINE, Calif.—Arcules and 
RAS Watch strategically part-
nered to deliver a fully managed 
and outsourced global security 
operations center (GSOC) solu-
tion. The jointly developed 
Rapid Deployment Kit incor-
porates the Arcules cloud video 
management system and Axis 
Communications IP cameras, as 
well as remote monitoring, alert 
verification and system healthy 
monitoring from RAS Watch. 

“Over the past few weeks, 
we’ve seen a majority of juris-
dictions issue stay-at-home 
orders,” Ryan Schonfeld, CEO 
and founder, RAS Watch said in 
the announcement. “We knew 
we needed to come up with a 
solution that is cost-effective 
and easy to deploy, and offers 
businesses the kind of protec-
tion they need to ensure their 
facilities are safe.”

With the COVID-19 out-
break, businesses are looking 
for solutions that help them 
monitor and protect their physi-
cal assets against security threats 
as their employees leave their 
things behind and work from 
home for the unforeseeable 
future. Using Arcules’ secure 
cloud-based video surveil-
lance service along with RAS 

Watch’s fully managed and 
outsourced GSOC, business 
leaders can quickly, efficiently 
and cost-effectively security 
assets. Short-term contracts are 
available immediately to help 
organizations navigate through 
the current crisis.

“Arcules is excited to partner 
with RAS Watch on this Rapid 
Deployment Kit that enables 
clients to quickly establish secu-
rity and remote monitoring for 
their sites,” Nigel Waterton, 
CRO, Arcules said. “The time 
to provide clients with quick, 
cost-effective options to increase 
security and safety is now, and 
both Arcules and RAS Watch are 
dedicated to providing services 
that ease complexity, reduce 
additional infrastructure costs 
and minimize the requirements 
for smart, effective security 
monitoring.”

This partnership allows for 
rapid deployment of both video 
camera technology and remote 
setup through Arcules’ cloud 
video surveillance interface, 
while RAS Watch empowers 
remote response, oversight 
and health monitoring with 
its managed GSOC, deliver-
ing necessary information and 
guidance to mitigate risks before 
they happen. ssn

By SSN Staff
REDWOOD CITY, Calif.— 
Alcatraz, developer of secure 
frictionless access control prod-
ucts, and Boon Edam a global 
leader in security entrances, have 
announced an integration that 
delivers touchless access control 
with facial recognition for man-
trap portal circlelock units, and 
similar entrance solutions used 
in a variety of industries.

“The Boon Edam and Alcatraz 
technology partnership is huge,” 
said Boon Edam Vice President of 
Technology and Product Support 
Kurt Measom. “The Alcatraz 
Rock delivers a touchless facial 
recognition access control 
solution for our products like the 
mantrap portal circlelock unit. 
With it, we can provide a quick 
seamless entry point into highly 
secure areas like data centers.”

Alcatraz Founder and CEO 
Vince Gaydarzhiev said they 
developed the Alcatraz Rock 
with access control providers 
like Boon Edam in mind.

“We knew that  facial 
authentication would enhance 
Boon Edam’s existing entrance 
control solutions by giving them 
the option to easily incorporate 
secure, frictionless access control 
into their security regardless of 
the access control provider they 
use because we developed the 

Alcatraz and Boon Edam team 
up for frictionless entry

Rock to work with all of them,” 
Gaydarzhiev said.

The Alcatraz Rock delivers a 
frictionless and secure physical 
access control platform that 
detects tailgating and works 
with any access control system. 
It replaces or augments badging 
as a credential with facial 
recognition, 3D sensing, and 
artificial intelligence to enable 
highly secure and frictionless 
entry into physical locations. The 
Rock uses passive 3D sensing, 
machine learning for increased 
security, and accurate tailgating 
detection while intelligently 
enrolling employees as they are 
badging in, creating onboarding 
magic.

When used with Boon Edam 
automatic security entrance 
products like the mantrap portal 
circlelock unit, the Alcatraz Rock 
enhances security and improves 
flow, said Measom.

“We have found that the 
Alcatraz Rock performs better 
than other biometrics we have 
used in that it’s seamless,” he 
said. “Some biometrics can take 
more time because a person’s 
face has to be directly in front 
of an iris scanner, for example. 
But with the Rock, it’s quick 
and intuitive. It recognizes users 
very quickly and takes no time 
at all.” ssn

VIVOTECH UsA 
withdraws from IsC 
West 2020
SAN JOSE, Calif.—IP surveillance solu-
tion provider, VIVOTEK, announced that 
it will not exhibit at ISC West 2020, which 
has been rescheduled for October due to 
ongoing COVID-19 pandemic concerns. 

“At VIVOTEK USA, Inc., the health and 
safety of all employees is number one pri-
ority during this time of national and global 
crisis,” David Liu, president, VIVOTEK USA, 
Inc. said in the announcement. “As such, 
we have decided to cancel our participation 
at the 2020 ISC West show. We look for-
ward to meeting with our industry partners, 
friends and customers face-to-face at such 
events when these health concerns have 
been alleviated.”

sALTO systems and 
Amazon partner
NORCROSS, Ga.—SALTO Systems has 
teamed with Amazon Key for Business 
to provide a cloud-based solution that 
eliminates package delivery issues for 
building managers by providing safe and 
secure entry for Amazon delivery drivers. 
SALTO is a leading manufacturer of elec-
tronic access control solutions. Amazon 
Key for Business is a convenient, autho-
rized entry service for Amazon deliveries.

“SALTO and Amazon Key for Business 
are collaborating to develop a seamless 
solution that can address and reduce 
these issues, freeing up property man-
agement to tend to more important 
tasks,” SALTO North America Marketing 
Director Steve Burk said in the announce-
ment. “SALTO has long provided access 
control solutions that not only improve 
security, but also add convenience. 
We’re honored to work with Amazon Key 
for Business to help property manag-
ers operate more efficiently and to help 
ensure the security of package delivery 
for the buildings that rely on our elec-
tronic locks.”

Arcules and RAS Watch partner 
to provide GSOC solution

HID Global collaborates 
to expand wearables 
AUSTIN, Texas—HID Global, in col-
laboration with Fidesmo, a provisioning 
company that makes it possible to con-
nect contactless services to wearables, 
announced its integration in HID’s next-
generation Seos credential technology 
to secure element chips that are used in 
wearables. 

“As wearables grow in popularity, orga-
nizations of all types will be confronted with 
the need to support new form factors for 
physical access and other popular appli-
cations,” Steve Currie, VP and managing 
director of Extended Access Technologies 
with HID Global, said in the announcement. 
“Working with Fidesmo to bring more use 
cases to wearables delivers on the promise 
of Seos credential technology to provide 
users the freedom to use their preferred 
device, whether it’s a phone, card or wear-
able, to easily navigate their daily life. 
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Brivo launches visitor management solution
By SSN Staff
BETHESDA, Md.—Brivo, a global 
leader in cloud-based access con-
trol and physical security plat-
forms, announced the release of 
Brivo Visitor, a fully integrated 
kiosk solution for visitor manage-
ment.

Brivo Visitor provides guest 

identity and photo capture, delivery 
management, arrival notifications, 
badge printing, customized ques-
tions and journaling of visitor 
records to the same centralized 
database as the core Brivo access 
system. The benefit is a secure, 
streamlined visitor and compliance 
experience in lobbies of multi-

tenant commercial properties, 
standalone offices, and recep-
tion areas in private company 
suites.

The visitor experience in com-
mercial properties has long been 
a sore spot for both visitors and 
building occupants. Time consum-
ing sign-in requirements slow down 

visitor intake and create frustrating 
backlogs in busy buildings. Paper 
logs are subject to loss and damage, 
not easily replicated or distributed, 
lack privacy, and do not always 
meet compliance requirements. 
Finding and notifying the visitor’s 
host also consumes valuable time at 
guard stations and reception desks.

“Modern offices want a fully 
integrated security ecosystem that 
enhances the occupant and visi-
tor experience at the same time it 
provides security,” John Szczygiel, 
EVP and COO of Brivo, said in 
the announcement. “Brivo Visitor 
meets this need with an additional 
layer of security, matched with 
a welcoming visitor experience. 
Employees and tenants appreci-
ate it because they get immediate 
notification of guest arrival on their 
mobile phones.”

Brivo Visitor solves an additional 
pain point that stand-alone systems 
cannot address: data integration 
with the customer’s core enterprise 
security systems. Brivo Visitor 
is built on top of Brivo’s flagship 
security cloud platform. This archi-
tecture benefits both customers and 
resellers. For customers, this means 
that visitor management is part of 
the same web and mobile applica-
tion suite they already know how 
to use. For partners, Brivo Visitor 
is an easy add-on to any new access 
control system. It can be added to 
existing accounts remotely, with 
no truck roll.

With customizable workflows 
for visitor sign-in/out, delivery 
notifications and help requests, 
customers can tailor the experience 
to meet their individual needs. 
Brivo Visitor also enables custom-
ized questions to appear during 
visitor sign-in so companies can 
ask questions such as if the visitor 
has experienced recent illness or 
traveled out of the country. This 
provides users with a real-time way 
to gather visitor information and 
have the confidence that they are 
protecting all building occupants. 
Additionally, companies can set 
up badge printing from AirPrint-
enabled printers for visitor badges 
that clearly display their identifica-
tion. Brivo Visitor uses any com-
mercially available iPad and kiosk 
to easily complement office decor 
and accessibility requirements.

The Brivo Visitor app is distrib-
uted via the Apple App Store, and 
is activated through a subscription 
available from Brivo authorized 
resellers. ssn

“Modern offices want a fully integrated security 
ecosystem that enhances the occupant 

and visitor experience at the same time it 
provides security.”

—john Szczygiel, Brivo

http://www.teamucc.com/teamucc
http://www.teamucc.com


Education
XCELLENCE 
Global Security Exchange (GSX) is the security industry’s 
premier global education event. 

The GSX education program is full of quality content in an immersive and 
interactive learning environment. The program offers insights and valuable 
takeaways like how physical security and cybersecurity are integral partners 
for solutions, ranging from analytics to visitor management.

View a complete list of sessions and start planning your GSX experience 
today at GSX.org.

REGISTER WITH CONFIDENCE GSX.org/SSN
If you register for GSX and cannot attend due to COVID-19, rest assured, 
we have you covered.

http://www.gsx.org
http://www.gsx.org/ssn
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Editor’s note: The companies listed in this special section submitted product information in response to a call for products for this 
month’s feature. Security Systems News is not responsible for the accuracy of the content in the product descriptions.

Megapixel Cameras

NVRs / DVRs

Next Month:

TRENDnet
Indoor/outdoor 8MP 4K H.265 Wdr
PoE Ir BullEt nEtWorK CaMEra, 
tV-IP1318PI
■ 8MP 4K UHD video (3840 x 

2160) at 20 fps
■ Smart covert IR LEDs for 

night vision up to 30 meters 
(98 ft.)

■ Outdoor IP67 weather rating
www.trendnet.com

LILIN
Z2r6542X
■ 5MP day & night auto focus 

IR vandal resistant IP dome 
camera

■ H.265/HEVC and H.264/
AVC high-performance video 
compression

■ IP67 rain and dust resistant
www.meritlilin.com

AV Costar
ContEraIP oMnI lX
■ Four movable 

megapixel sensors 
adjust to cover any 
view or scene

■ Fast frame rates, 
remote focus/zoom for rapid setup, 
increased reliability

■ Requires only one IP address/one VMS 
license/one IP cable

www.avcostar.com 

Digital Watchdog
MEGaPIX CaaS all-In-onE EdGE
CaMEraS
■ UHD IP cameras with 

DW Spectrum IPVMS 
and storage onboard

■ Merge up to 30 edge 
cameras in one 
system

■ Manage from anywhere with the DW 
Spectrum client or app

www.digital-watchdog.com

Hikvision USA
HIKVISIon HIGHly aCCuratE
tHErMoGraPHIC turrEt CaMEra  
dS-2td1217B-3/Pa
■ Detects and measures up to 

30 faces at once using 4 MP 
optical camera and 160x120 
thermal camera

■ Temperature measurement 
accuracy of ± 0.9º at 2.6 to 4.9 
ft. without blackbody calibration 
source or ± 0.5º with blackbody

■ Detects absence of face mask and triggers 
voice alarm using built-in speaker to 
request wearing of a mask

www.hikvision.com

Panasonic
PanaSonIC WV-X8570n I-Pro EXtrEME 
H.265 MultI-SEnSor CaMEra
■ Flexible lens configurations with 

fewer blind spots
■ Extreme image quality with 4K 

resolution in each sensor
■ Easy toolless lens positioning
www.security.us.panasonic.com

Bosch
FlEXIdoME IP StarlIGHt 8000I
■ Fixed dome cameras that offer 

a game-changing concept 
that saves up to 75% of the 
time it takes to get a camera 
operational

■ With remote commissioning, 
installers can pan, tilt, roll, and zoom to 
point the camera to the field of view using 
an app

■ Settings can be adapted after the initial set-
up, making it convenient to adjust the field 
of view if requirements change

www.boschsecurity.com

3xLOGIC
VISIX 2MP doME CaMEra
■ 3xLOGIC updates this popular camera with 

release of the VX-2M-ID-RIAW
■ Same great features as the former model—

2MP, Varifocal, IR, WDR, and HDMI Output—
with additional options for advanced 
analytics

■ Advanced analytics license allows for object 
classification, object direction, people 
counting, dwell times, and occupancy counts

www.3xlogic.com

Oncam
EVolutIon EXd CaMEra
■ Designed for use in potentially explosive 

atmospheres and hazardous 
environments

■ Housing is manufactured from 
stainless steel 316L, which is 
ideally suited for use within 
both offshore and onshore 
applications

■ IP66, IP67 and IP68 ratings make it resistant 
to the harshest environment conditions

www.oncamgrandeye.com

FLIR Systems
FlIr Elara dX-SErIES
■ Multispectral PTZ security 

camera combining thermal and 
visible light imagers

■ Enables exceptional monitoring, 
detection and identification 
capabilities for critical 
infrastructure and remote sites

■ Features a wiper blade that can be remotely 
operated for use in harsh conditions to 
ensure a clear view

www.flir.com

Pelco
SPECtra EnHanCEd 7 PtZ IP CaMEra
■ Fast/accurate pan/tilt, 30X 

optical zoom, up to 2MP 
60FPS video, next-generation 
SureVision, deep learning 
capabilities

■ Ideal for clients with 
challenging lighting and large/
broad surveillance areas

■ Includes Pelco Smart Compression and 
h.265 encoding, which enables lower bit 
rates without compromising image quality

www.pelco.com

VIVOTEK USA
CC9381-HV
■ 5-megapixel, H.265 network 

camera, offering 180° horizontal 
panoramic view

■ IR Illuminators up to 15 meters 
with WDR Pro (120 dB) to 
provide extreme visibility in high 
light contrast scenes

■ Anti-ligature design with 
weather-proof IP66-rated and vandal-proof 
IK10-rated housing

www.vivotek.com

these systems can provide will change our 
world. We will be able to understand so 
much about how systems are being used, 
how people are interacting with those sys-
tems, how systems are interacting with 
each other, that we are going to be able to 
get actionable information, and it is not just 
security at this point.

Security is going to become an enabler of 
the business through every data point that 
we collect. Retail is a good example — see-
ing traffic patterns so human resources can 
figure out key times to staff, as well as better 
understanding what customers are interested 
in, for example.

One system that would have typically been 
cameras with someone watching to see if 
something bad happens suddenly becomes a 
vast portal of information for the entire orga-
nization, which is great and amazing and pro-
vides so many benefits to so many people, but 
on the flip side is the noise that is created; it is 
overwhelming to us as humans the amount of 
noise that comes along with all of this.

I believe that the winner of the contest 
of the security industry is going to be the 
company that can handle that noise, and 
a lot of what we talk about at G4S is ways 
that we can handle that noise — the ways 
we put analytics in place, the ways that we 
tie responses to the value of the location. It is 
actually a complex undertaking to reduce the 

G4s
continued from page 13

noise that you get as an organization.
As machine learning comes online and 

gets better and AI gets better, I think that 
being overwhelmed by the noise will settle 
down for the industry. So the tactic we take 
is how we can filter the noise to make sure 
that you are getting the right information and 
not just piles of data.

SSN: What are some of the emerging tech-
nologies to help filter that noise?

LOYEAR: Analytics are super exciting 
and something that we are really getting into 
right now. Our AMAG Technology group is 
doing some really exciting things with analyt-
ics around their set of products. With their 
Symmetry suite, they are layering in these 
analytics that will flag for the customer any 
unusual behavior, or behavior that is not in 
keeping with the norm, such as a longtime 
employee doing something that he doesn’t 
usually do at a certain time of the day.

Being able to point things out like that and 
as we tie in access management, both physi-
cal and data network, and flag and compare 
activity on both — these are the kinds of 
things that we are starting to build on and 
really dig into so we can think future state. 
As part of the innovation team, we don’t just 
want to stop at that; we want to really be 
able to assist with what else we should be 
looking for.

There’s so many ways that we can tie asset 
protection to the complete risk picture. The 
AMAG Risk360 product, which is an inci-
dence-tracking tool, comes to mind, as you 

are able to tie incidence metrics into system 
metrics. If we underpin it with understanding 
the customers’ assets, values and risks, giving 
them their complete security picture, includ-
ing what their security program is doing for 
them, that not only empowers the direct cus-
tomers of the security department, but it also 
empowers them to have that conversation 
with their business partners as well.

SSN: What is the Holy Grail for security and 
how long before we get there? Is providing that 
single pane of glass key?

LOYEAR: The Holy Grail, like 10-15 years 
from now, is the end user moving beyond 
the single pane of glass. Today, I think single 
pane of glass is absolutely where people need 
to be but not just a pane a glass but one that 
I can look at that only has the information 
that I need, which is a major piece to that. A 
lot of people can put all of the technologies 
into one unit, but putting them into one unit 
that only shows me what I am concerned 
about — that is the Holy Grail!

If I am sitting in my corporate security 
office, I don’t want to ever have to see an 
alarm that isn’t important; I don’t want to 
ever have to see a data point that doesn’t 
drive value to my security program. Value 
is directly tied to securing assets, or promot-
ing the value of some of their assets, so for 
me it is the single pane of glass, but also the 
directed audience-curated single pane of 
glass that we need to get to as an industry. It 
is great that you give me graphs and charts 
but if I don’t know what they mean, or they 

have no impact on my business, then you are 
not helping me.

It is possible to do this with machine learn-
ing, with AI, if as an industry we focus on 
that. If you ask any CSO, what do they want 
to see, they will say, “That which matters to 
me.” And I think as an industry we can get 
there, and make sense of all that noise. So 
that is the Holy Grail to me as well — not 
wasting people’s time with stuff they don’t 
need.

SSN: Can you talk more about how a risk-
based approach is key to the G4S strategy?

LOYEAR: What we are reaching toward at 
G4S with our risk-based approach, coupled 
with this conversation about Security 4.0, is 
really not wasting customer’s resources and 
honing in on the right set of programs and 
things to do that is specific to them. Beyond 
that, you must constantly revisit what you are 
doing, the solutions in place, using the data 
points that are coming in to take a lifecycle 
improvement approach in that model as well, 
which is really driving what we do for our 
customers using this approach: protect the 
right things from the right things with the 
right things.

We do not want to put things into the sys-
tem that are not protecting assets and pro-
viding value, so ultimately it comes down to 
the million-dollar question: ‘How do we best 
protect it, as there are so many systems and 
ways to go about that?’ Got to have the why 
you are doing something, which analytics can 
help with. SSn



Together we can

Educate

Inspire

Heal

Nourish

Children and families in crisis across the USA need our help – and yours. And as a 
501(c)(3) organization, Mission 500 now has even greater flexibility to work with local 
charities to better support existing and new sponsors and volunteers. But even with 
many acts of charity performed to date, there’s still a great deal of work to be done. 
Get involved today! Visit mission500.org for more information.

Supporting Families Across America

http://www.mission500.org
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We have qualified buyers 
ready to purchase your 
Security, Fire, Integration 
business and/or accounts.

Sell Your Company 
or Accounts Now

Call RoRy Russell’s 
Cell aT 1-800-354-3863
aND GeT a CoMPleTe
BusINess ValuaTIoN

Information, Testimonials, Videos and an Informative
eBook available at www.afsSMARTfunding.com

Your Fire, Security, 
Integration Company
is Worth More
thAN You thINk!

Our Most Recent Transactions (over $25 million):
Orlando, FL $11 Million
Clifton, NJ $1.8 Million
Boston, MA $1 Million
Los Angeles, CA $10.4 Million

Pending:
Edison, NJ $10 Million
Fort Pierce, Fl $2.8 Million
Ft Meyers, FL $5.5  Million

AFSsmartfunding.com


-----------------------
July 29-31 acceleRISE Conference. 

The Security Industry Association’s 
(SIA’s) acceleRISE Conference will 
be held at the OMNI Austin Down-
town Hotel in Austin, Texas. Hosted 
by SIA’s RISE community for young 
security professionals and those new 
to the industry, acceleRISE was cre-
ated to ignite new thinking, strength-
en leadership and sharpen business 
acumen in young security talent. The 
conference features a diverse array of 
premier learning sessions, interactive 
workshops and fun activities geared 
toward rising stars in the industry. visit  
https://accelerise.securityindustry.org/

  -----------------------
Sept. 21-23 GSX 2020. The ASIS 

International Annual Seminar and 
Exhibits, held at the Georgia World 
Congress Center in Atlanta, will  
feature education for security prac-
titioners and vendors. ASIS 2018 
offers training sessions, covering 
every aspect of security. For more 
information on the conference, the 
see the program and to register visit  
www.securityexpo.asisonline.org/

-----------------------
Oct. 5-8  ISC West 2020. Held at the 

Sands Convention Center in Las Vegas, 
ISC West will feature a variety of exhibi-
tors and host many security profession-
als.The conference features SIA educa-
tional sessions and the exhibition hall, 
which will be open from Oct. 6-8. For 
more information on the ISC West 2020 
conference, visit www.iscwest.com.

-----------------------
Oct. 24-27: CONSULT 2020 Join 

the fourth annual SecuritySpecifiers 
Technical Security Symposium, specif-
ically for the security industry’s lead-
ing design consultants. On October 24, 
consultants gather to learn, network 
and get calibrated on today’s most 
important security issues. Offering 
viewpoints on the industry’s direction 
and challenges, CONSULT 2020 will 
leave its participants better equipped 
to navigate the future consulting land-
scape. Find more information here: 
https://www.attendconsult.com/

  -----------------------
Oct. 27-28: Securing New Ground, 

founded in 1996, is the executive con-
ference of the Security Industry Asso-
ciation (SIA), including two days of 
intelligence sharing, education, analy-
sis and networking. Held at the Grand 
Hyatt New York, the conference is 
attended by 250+ senior-level indus-
try leaders and financial partners. Visit 
https://sng.securityindustry.org. 

-----------------------
Nov. 18-19: ISC East 2020, held at 

the Javits Center in New York, will fea-
ture approximately 7,000 security and 
public safety professionals and repre-
sentatives from more than 300 security 
brands. The event will also highlight 
new products, including video sur-
veillance, access control, smart home 
technologies, IoT and unmanned 
security, and offer special events and 
education. For additional information, 
visit www.isceast.com.

VIVOTEK’s Director of Sales, North America, Alan 
Green, shares about life, best advice ever received, 
how he got into the industry and more with SSN.

ARE YOU MARRIED? ANY KIDS? ANY PETS? 
Married to a highly intelligent woman who works for 
one of our local Sheriff ’s Departments as a 911 Com-
munications Officer. We have a college-aged daughter 
majoring in math, minoring in education at the Uni-
versity of Florida…Go Gators! We also have two res-
cue dogs at home along with our daughter having one 
with her at school (apartment not dorms). [It’s okay, 
we wouldn’t tell anyway; we’re dog lovers too!]

WHAT’S SOMETHING INTERESTING ABOUT YOU 
THAT YOUR COWORKERS MAY NOT KNOW?  

I once spent a summer playing tenor saxophone for the local touring company 
of the Broadway show, “How to Succeed in Business Without Really Trying.”

WHAT’S THE BEST PIECE OF ADVICE YOU’VE EVERY BEEN GIVEN? 
Don’t exaggerate or fudge answers … if you don’t know the answer to something 
that someone asks, go find out so you both learn something. Too many people 
answer with something just for the sake of doing so, but customers know when 
someone’s full of it and lose faith in that person because of it.

WHY DID YOU DECIDE TO JOIN THE SECURITY INDUSTRY? I came out 
of the personal computing segment when everything video- or imaging-related 
was referred to as “multimedia” tools. I had worked for a couple of the major 
Japanese manufacturers and been on the bleeding-edge of imaging technology at 
that time, mixing analog video, digital photography and early-stage compression 
technologies. I looked at adjacent markets and made the move into security just 
as it was getting ready to make its own transition from switches to multiplexors.

WHAT BOOK, PODCAST OR MOVIE WOULD YOUR RECOMMEND TO 
OTHERS AND WHY? When I have time, I tend to lean toward sci-fi and some-
thing that focuses on the near future. I like to see how someone blends their 
vision with the rooted reality of today.                                                                                                                                   
             — Ginger Hill

Provider of cloud-based software for 
smart lock management and access control, 
RemoteLock welcomed Eric Owen as chief 
revenue officer, responsible for leading the 
sales team, driving rev-
enue and overseeing all 
revenue-management 
systems and Brad Mush-
ovic as chief marketing 
officer, responsible for 
leading the marketing 
team, driving lead-gen 
programs, building the 
brand and overseeing 
corporate communications. 

Owen brings nearly 20 years of executive 
leadership experience, most recently as chief 

executive officer for Predictive Safety SRP 
where he led business development, strategic 
partnerships and global 
revenue expansion ini-
tiatives. 

“Eric brings to Remo-
teLock a unique blend 
of expertise in global 
market development 
strategies and corporate 
development, specifi-
cally in SaaS companies,” 
Nolan Mondrow, CEO, RemoteLock, said in 
the announcement. “His insights, along with 
his tireless focus on customer satisfaction, are 
only a couple of the reasons I am so thrilled 
to have him on the team.”

Mushovic brings over 26 years marketing 
management, strategy, business development 
and operational expertise. 

“Brad’s eye for strategic development 
through the marketing lens is one of the 
many reasons he makes a great addition to 
our team,” Mondrow said. “His expertise is 
rooted in customer-centric principles which 
fit directly into what we value and apply at 
RemoteLock every day.” 

      -----------------------
Gunfire Detection System manufacturer 

and marketer, Safe Zone, recently appointed 
Brian Stobbe, industry veteran and former 
law enforcement officer, firearms instruc-
tor, under-cover drug investigator and K-9 
handler, as national director of Distribution 

Sales. Reporting directly to Safe Zone Presi-
dent, Mike Anderson, Stobbe is responsible 
for development, implementation and man-
agement of all distributor channel sales and 
support programs. 

“With this background, he brings to Safe 
Zone an attitude and a 
deep understanding of 
the need for our solu-
tion that will enable him 
to motivate our entire 
sales organization and 
the end-user customers 
we all serve,” Anderson 
said. “His combined 
background in security, 
surveillance, law enforcement and risk assess-
ment immediately brings new depth to our 
management team.”

About the product he now represents, Sto-
bbe said: “The Safe Zone Gunfire Detection 
System isn’t just another commercial product. 
It’s a life saver that can and must be deployed 
in every type of building where people come 
together to live, learn, worship and be enter-
tained.”
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Safeguard fire accounts from POTS & 3G/CDMA 
sunsets and protect your bottom line.  
StarLink Fire Dual Path Communicators, in AT&T  
or Verizon LTE, in stock at a distributor near you. 
For info & free enduser tradeup mailers  
call 1.800.645.9445 or email  
StarLink4Accounts@napcosecurity.com

LTELTE
StarLink, StarLink Fire™, Signal Boost™ are trademarks of Napco. Other marks trademarks of their respective cos. AT&T Model shown, #SLE-LTEAI-Fire. †For model compliance listings always consult tech docs & 
AHJ. Sugg. pricing quoted in USD with StarLink Tradeup Incentive Program™ - see full details www.napcosecurity.com/starlink/starlink4gupgrade. 

Paying Too Much to Upgrade Honeywell® 
Fire Accounts from POTS or 3G Radios?

Try StarLink Fire LTE 
Cell/IP Communicators  
Here’s Why They’re 
The New Dealer’s Choice:

Compliances: NFPA 72 Editions: 2019, 2016, 2013, 2010, 2007; 
UL 864, 10th., UL1610, UL985, UL1023, NYCFD; CSFM; LAFD

Panel-Powered, Low current draw
NO transformer, NO power supply,  
NO battery, NO extra conduit

Fastest Installation in Minutes 
on ALL 12V & 24V FACPs 
Quickest connection, 2 FACP- Connect Modular 
Jacks, Self-Supervised (NO extra module reqd.)

Largest Nationwide 
Coverage Footprint, AT&T & Verizon LTE

Preactivated for Fastest Connection
Know they’re working before going onsite

Works Better Every Time
Dual Diversity Antennae & Signal Boost™ perform 
better in low-powered LTE networks. Works with 
any FACP, old & new, supports Contact ID or 4/2

Your Choice of Central Stations  
& Unlimited Signal Plans
Avoid mandatory price increases 
& unplanned monthly charges

About ¼ the Cost of 
Honeywell Fire Radios
$5995 for StarLink Fire Dual Path – 
Saves $170ea.  
($15995 - $100 Tradeup incentive for POTS,  
3G/CDMA Sunset Radios, & New Installations)
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